MODELLO Di
ORGANIZZAZIONE,
GESTIONE E
CONTROLLO

PARTE GENERALE

Adottato ai sensi del Decreto Legislativo 8
giugno 2001, n° 231

“Disciplina della responsabilita amministra-
tiva delle persone giuridiche, delle societa e
delle associazioni anche prive di personalita
giuridica, a norma dellarticolo 11 della legge
29 settembre 2000, n. 300"

Approvato dal Consiglio di
Amministrazione di Gori S.p.A
nella seduta del 30/10/2025




INDICE

O1C

PREMESSA

02 =
IL DECRETO LEGISLATIVO

Laresponsabilita amministrativa degli Enti

| presupposti della Responsabilita Amministra-
tiva degli Enti

| “reati presupposto” ex D. Lgs. 231/01

Ambito territoriale di applicazione del Decreto
Le Sanzioni applicabili

| Delitti Tentati e l'esclusione di responsabilita

Responsabilita patrimoniale e vicende modifi-
cative dellEnte

'adozione del MOGC quale strumento di pre-
venzione ed esimente della responsabilita

| Destinatari del Modello

0 3
-/
GORIS.p.A

[ Modello di Governance

+  L'’Assemblea dei Soci

« Il Consiglio di Amministrazione
. Il Collegio Sindacale

Struttura Organizzativa

045

IL SISTEMA DI CONTROLLO INTERNO E
GESTIONE DEI RISCHI (SCIGR)

05

IL SISTEMA NORMATIVO ED ORGANIZZATIVO

['ambiente interno di controllo

|| Sistema Organizzativo e Normativo

06

08

09
09

10

12
13

13

13

14

17

18

18

21

29

29
29

06 <
IL MODELLO DI GORI S.p.A.

Natura e Fonti del Modello: Linee guida delle
Associazioni di categoria

Obiettivi del Modello
La struttura e la costruzione del Modello
Principi generali del Modello

Adozione, modifiche e aggiornamento del
Modello

| Codice Etico

Gestione dei flussi finanziari

07 :

FORMAZIONE E DIFFUSIONE DEL MODELLO DI
GORI

Comunicazione e Formazione sul Modello

08 <

MODELLO E SOCIETA DEL GRUPPO

La Responsabilita 231 nel contesto dei gruppi
societari

Prestazioni di servizi infragruppo

09°

L'ORGANISMO DI VIGILANZA

Generalita e Composizione dellOrganismo di
Vigilanza

Requisiti di eleggibilita dell'Organismo di
Vigilanza, dei suoi componenti e cause di
incompatibilita

Nomina e compenso
Durata dell'incarico e cause di cessazione

Le risorse a disposizione dell'Organismo di
Vigilanza

« | Collaboratori dell'0dV (interni ed esterni)
Poteri e Compiti dell'Organismo di Vigilanza
Raccolta e conservazione delle informazioni
Informative dell'Organismo di Vigilanza

. Informative nei confronti dell'Organismo
di Vigilanza

. Informative dall'Organismo di Vigilanza

33

33

34
35
35
36

36

37

38

39

40

4

42

44

45

45

46
46
46

46
47
47
48

48

48

10 =

LA GESTIONE DELLE SEGNALAZIONI DI
POTENZIALI VIOLAZIONI DEL MODELLO

Tipologia di segnalazioni
Canale di segnalazione interna
Ulteriori comunicazioni
Specifiche normative

- Ambito soggettivo

- Obbligo diriservatezza e trattamento dei
dati

. Divieto di ritorsione
. Sanzioni

Regolamentazione Aziendale

11 &
IL SISTEMA SANZIONATORIO E DISCIPLINARE

Le sanzioni per i dipendenti

. I CCNL perilavoratori addetti al settore
Gas-Acqua

Le sanzioni per i Dirigenti
Le sanzioni per gli Amministratori e i Sindaci
Le sanzioni per I'Organismo di Vigilanza

Le sanzioni per i terziin rapporto contrattuale
con la Societa

Procedimento sanzionatorio

50

51
52
52
52
53

53

53

53

54

56

57
59

60

60

60

60

60



4 N MODELLO DI ORGANIZZAZIONE,
\'} GESTIONE E CONTROLLO

ACRONIMI E DEFINIZIONI

ACRONIMI E DEFINIZIONI

f\ MODELLO DI ORGANIZZAZIONE,
\?} GESTIONE E CONTROLLO

ANAC:

BdS:

BPM:

CCIA:

C.d.A:

CISO:

Codice Etico:

CoS0:

Decreto / D. Lgs. 231/01:

Destinatari:

Dipendenti:

DPIA:

DPO:

EIC:

ERM:

GDPR:

Gruppo Acea:

Linee Guida Confindustria:

Modello/MOGC:

Organismo/0dV:

Autorita Nazionale Anticorruzione.

Bilancio di Sostenibilita.

Business Process Model.

Camere di Commercio, Industria, Artigianato e Agricoltura

Consiglio di Amministrazione di GORI S.p.A.

Chief Information Security Officer.

Codice Etico pro tempore vigente approvato dal Consiglio di Amministrazione di GORI

Committee of Sponsoring Organizations of the Treadway Commission. Organizzazione che sviluppa le linee
guida per le aziende per valutare i controlli interni, la gestione del rischio e la prevenzione delle frodi. Il comita-
to ha sviluppato i framework CoSO - Internal Controls, per il controllo interno e CoSO - ERM Framework, per la
gestione del rischio.

Decreto Legislativo 8 giugno 2001, n. 231 e ss.mm.ii.

Coloro che svolgono, anche di fatto, funzioni di gestione, amministrazione, direzione o controllo della Societa;
i lavoratori subordinati della Societa, di qualsiasi grado e in forza di qualsivoglia tipo di rapporto contrattuale,
ancorcheé distaccati per lo svolgimento dell'attivita; chi, pur non appartenendo alla Societa, operi, a qualsiasi
titolo, nell'interesse della medesima; i collaboratori e controparti contrattuali in generale.

Persone sottoposte alla direzione o alla vigilanza di uno dei soggetti apicali che intrattengono un rapporto di
lavoro subordinato, di qualsivoglia natura, con la Societa nonché i lavoratori in distacco o in forza di contratti di
lavoro parasubordinato.

DPIA (Data Protection Impact Assessment): indica la valutazione d'impatto in caso di violazione della protezio-
ne dei dati.

Data Protection Officer.

Ente Idrico Campano.

Enterprise Risk Management.

General Data Protection Regulation: regolamento (UE) n. 2016/679, & un regolamento dell'Unione europea in
materia di trattamento dei dati personali e di privacy.

Gruppo societario formato da ACEA S.p.A., nel suo ruolo di holding, nonché dalle Societa controllate e
partecipate.

Linee Guida per la costruzione dei modelli di organizzazione, gestione e controllo ai sensi del decreto legislati-
vo 8 giugno 2001, n. 231(giugno 2021) adottate da Confindustria.

Il presente Modello di Organizzazione, Gestione e Controllo, comprensivo della sua parte generale e parte
speciale, ex D. Lgs. 231/01.

Il presente Modello di Organizzazione, Gestione e Controllo, comprensivo della sua parte generale e parte
speciale, ex D. Lgs. 231/01.

P.A.:

PdR:

Processi/Attivita
sensibili o a rischio:

Reati ‘presupposto’:

RAC:

Risk Assessment:

RUP:

Segnalazione 231:

SGA:

SGSL:

SGI:

SGPC:

SGO:

SGSI:

SCIGR:

Societa:

SOD:

Soggetti Apicali:

Soggetti Sottoposti:

Whistleblowing:

Pubblica Amministrazione. Qualsiasi persona giuridica che abbia in cura interessi pubblici e che svolga attivita
legislativa, giurisdizionale o amministrativa in forza di norme di diritto pubblico e di atti autorizzativi. A titolo
esemplificativo e non esaustivo, si possono indicare quali soggetti Pubblici, anche con particolare riferimento
allart. 1, comma 2 del D.Lgs. 165/01, i sequenti Enti o categorie di Enti: Enti ed Amministrazioni dello Stato ad
ordinamento autonomo3; tutti i soggetti pubblici non economici nazionali, regionali e locali4; Autorita giudi-
ziarie; Autorita di Pubblica Sicurezza; Ministeri. Rientrano nel perimetro di tale definizione anche le persone
fisiche che si configurano come rappresentanti della Pubblica Amministrazione nellambito dell'esercizio delle
proprie attivita, quali: Pubblici Ufficiali; Incaricati di Pubblico Servizio; Esponenti della Pubblica Amministra-
zione; Funzionari della Pubblica Amministrazione.

Prassi di Riferimento. Ci si riferisce alla UNI/PdR 125:2022 - Linee guida sul sistema di gestione per la parita di
genere che prevede I'adozione di specifici KPI(Key Performance Indicator - Indicatori chiave di prestazione)
inerenti alle Politiche di parita di genere nelle organizzazioni.

Processi aziendali e sottostanti attivita ove puo ravvisarsi potenzialmente il rischio di commissione dei reati
presupposto riconducibili alla responsabilita amministrativa degli enti ai sensi del D.Lgs. n. 231del 2001.

Siintendono i reati presupposto previsti agli artt. 24-25 del D.Igs. 231/01, ovvero gli illeciti che costituiscono, a
loro volta, la condizione per la commissione di altri reati. In altre parole, si tratta dellantecedente alla commis-
sione di un altro reato.

Responsabile Anticorruzione.

Attivita svolta periodicamente e sistematicamente con l'obiettivo di identificare e valutare i rischi rilevanti ai
fini 231 e di implementare le conseguenti misure di prevenzione, mitigazione e controllo.

Responsabile Unico del Progetto.

Segnalazione avente per oggetto fatti che si ritenga possano essere condotte illecite rilevanti ai sensi del
Decreto 231e/0, in generale, violazioni del Modello 231.

Sistema di Gestione Ambientale.

Sistema di Gestione per la Salute e Sicurezza sul Lavoro.

Sistema di Gestione Integrato.

Sistema di Gestione per la Prevenzione della Corruzione.

Sistema di Gestione Qualita.

Sistema di Gestione per la Sicurezza delle Informazioni.

Sistema di controllo interno e di gestione dei rischi adottato da GORI S.p.A.

GORIS.p.A.

Segregation of Duties. Principio di segretazione delle attivita / funzioni.

Aisensi dellart. 5, comma 1, lett. a) del Decreto, persone che rivestono funzioni di rappresentanza, di ammini-
strazione o di direzione dell'ente o di una sua unita organizzativa dotata di autonomia finanziaria e funzionale,
nonché persone che esercitano, anche di fatto, la gestione e il controllo dell'ente.

Ai sensi dellart. 5, comma 1, lett. b) del Decreto “persone sottoposte alla direzione o alla vigilanza di uno dei
soggetti di cui alla lettera a)(ovvero Soggetti Apicali).

Sistema di segnalazione conforme al D. Lgs. n. 24/2023.




PREMESSA

IL MODELLO DI
ORGANIZZAZIONE,
GESTIONE E CONTROLLO
(MOGC)

1.1Premessa

[l Decreto Legislativo n. 231 dell'8 giugno 2001, in attuazio-
ne dell'art. 11 della Legge 300/2000, ha introdotto nell'or-
dinamento giuridico la “disciplina della responsabilita am-
ministrativa delle persone giuridiche, delle societa e delle
associazioni anche prive di personalita giuridica”.

GORI S.p.A. (di sequito anche “GORI" o “Societa” o "Azien-
da"), sensibile allesigenza di assicurare condizioni di cor-
rettezza e di trasparenza delle attivita aziendali - a tutela
dei propri dipendenti, della collettivita, dei propri azionisti
e di tutti gliinterlocutoriinterni ed esterni - ha adottato, fin
dal 2010, un ‘Modello di Organizzazione, Gestione e Con-
trollo’ (di seguito anche ‘Modello’ 0 ‘'MOGC’ O ‘Modello 237)
ai sensi del sopracitato ‘Decreto’ con il quale ha definito un
sistema strutturato di regole e di controlli ai quali attener-
si per perseguire lo scopo sociale in piena conformita alle
vigenti disposizioni di legge.
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LEGISLATIVO 231/01
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2.2 | presupposti della Responsabilita Amministrativa
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2.7 Responsabilita patrimoniale e vicende modificative
dellEnte

2.8 L'adozione del MOGC quale strumento di prevenzione
ed esimente della responsabilita

2.9 | Destinatari del Modello

LA RESPONSABILITA
DELL'ENTE: NORMATIVA,
APPLICAZIONE

E STRUMENTI DI
PREVENZIONE

2.1Laresponsabilita amministrativa degli Enti

Con lintroduzione del D. Lgs. 231/01, l'ordinamento giuridi-
co italiano hariconosciuto una responsabilita amministra-
tiva della persona giuridica che siaggiunge a quella - pena-
le - della persona fisica che ha materialmente commesso
il reato, entrambe oggetto di accertamento nel corso del
medesimo procedimento innanzi al giudice penale. Il De-
creto prevede, infatti, una responsabilita c.d. “amministra-
tiva” propria degli enti a sequito della commissione di de-
terminati reati(c.d. “reati presupposto”) posti in essere nel
loro interesse o vantaggio da soggetti apicali, dipendenti o
anche solo in rapporto funzionale con l'ente stesso.

Inoltre, il Decreto prevede l'esclusione della responsabilita
a carico dellente laddove l'organo dirigente provi, tra le al-
tre cose, di avere adottato ed efficacemente attuato prima
della commissione del reato, un Modello di Organizzazione,
Gestione e Controllo (di sequito, anche ‘Modello’, ovvero
‘MOGC’) idoneo a prevenire i reati della specie/tipologia di
quello verificatosi.

Pertanto, il Consiglio di Amministrazione di GORI ha appro-
vato, fin dal 2010, il ‘Modello’ della Societa ed ha istituito il
relativo Organismo di Vigilanza (di sequito, anche ‘Organi-
smo’' 0 ‘0dV’), al fine di indirizzare i Destinatari del ‘Modello’
nellespletamento delle proprie attivita.

Successivamente, il ‘Modello’ ha subito le debite modifiche
ed aggiornamenti, da ultimo con la presente versione ap-
provata dal Consiglio di Amministrazione di GORI nella se-
duta 30/10/2025.
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2.2 | presupposti della Responsabilita Amministra-
tiva degli Enti

Il D. Lgs. 231/01, all'articolo 1, comma 2, ha circoscritto
'ambito dei soggetti destinatari della normativa agli “enti
forniti di personalita giuridica, le Societa fornite di perso-
nalita giuridica e le Societa e le associazioni anche prive di
personalita giuridica” (di sequito, in breve, “enti™).

In accordo a quanto disposto dal Decreto, gli enti rispon-

dono laddove:

+ siastato commesso uno dei reati previsti dal Decreto
(“reati presupposto”);

« ilreato sia stato commesso nel loro interesse o vantaggio;

« il reato sia stato commesso da un soggetto apicale o
da persone sottoposte alla sua direzione o vigilanza.

Sul significato dei termini “interesse” e “vantaggio”, la Re-
lazione governativa che accompagna il Decreto attribuisce
al primo una valenza “soggettiva”, riferita cioé alla volonta
dellautore materiale del reato (questi deve essersi attivato
avendo come fine della sua azione la realizzazione di uno
specifico interesse dellente), mentre al secondo una va-
lenza di tipo “oggettiva”, riferita quindi ai risultati effettivi
della sua condotta (il riferimento & ai casiin cui l'autore del
reato, pur non avendo direttamente di mira un interesse
dellente, realizzi comungue un vantaggio in suo favore).

Sempre la Relazione, infine, suggerisce che l'indagine sulla
sussistenza del primo requisito (l'interesse) richiede una
verifica ex ante; viceversa, quella sul vantaggio, il quale
puo essere tratto dallente anche quando la persona fisi-

'Gli enti che rientrano nel perimetro oggetto del Decreto Legislativo 231/2001sono: a) le persone giuridiche e le Societa; b)le associazioni e gli enti privi di personalita
giuridica che non svolgono funzioni di rilievo costituzionale. Di fatto risultano, quindi, esclusi dall'applicabilita del suddetto Decreto: a) lo Stato; b) gli enti pubblici territoriali;
c) gli enti pubblici che esercitano pubblici poteri; d) gli enti che svolgono funzioni di rilievo costituzionale. In virtu dell'interpretazione giurisprudenziale, risultano Destinatari
del Decreto anche le Societa di diritto privato che esercitino un pubblico servizio, nonché le Societa controllate da Pubbliche Amministrazioni.
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ca non abbia agito nel suo interesse, richiede sempre una
verifica ex post, dovendosi valutare solo il risultato della
condotta criminosa.

Per quanto concerne la natura di entrambi i requisiti, non &
necessario che l'interesse o il vantaggio abbiano un conte-
nuto economico.

Il comma 2 dellarticolo 5 del D. Lgs. 231/01, inoltre, deli-
mita la responsabilita dellente escludendo i casi nei qua-
li il reato, pur rivelatosi vantaggioso per lo stesso, venga
commesso dal soggetto perseguendo esclusivamente il
proprio interesse o quello di soggetti terzi.

La sopra citata norma va letta in combinazione con quella
dell'articolo 12, primo comma, lettera a), ove si stabilisce
un‘attenuazione della sanzione pecuniaria per il caso in cui
“lautore del reato ha commesso il fatto nel prevalente inte-
resse proprio o di terzi e l'ente non ne ha ricavato vantaggio
o ne ha ricevuto vantaggio minima”. Se, quindi, il soggetto
ha agito perseguendo sia linteresse proprio che quello
dell'ente, quest'ultimo sara passibile di sanzione.

Ove risulti prevalente linteresse dellagente rispetto a
quello dellente, sara possibile un‘attenuazione della san-
zione stessa a condizione, pero, che 'ente non abbia tratto
vantaggio o abbia tratto vantaggio minimo dalla commis-
sione dellillecito.

Infine, nel caso in cui si accerti che il soggetto abbia per-
seqguito esclusivamente un interesse personale o di terzi,
I'ente sara totalmente esonerato da responsabilita a pre-
scindere dal vantaggio eventualmente acquisito.

La finalita che il Legislatore ha voluto perseguire attraver-
so l'introduzione della responsabilita degli enti per illeciti
amministrativi dipendenti da reato e quella di coinvolgere
il patrimonio dell'ente e, in definitiva, gli interessi econo-
mici dei soci, nella punizione di alcuni illeciti realizzati da
amministratori e/o dipendenti nellinteresse o a vantaggio
dell'ente di appartenenza, in modo tale darichiamare i sog-
getti interessati ad un maggiore controllo della regolarita
e della legalita delloperato di business, anche in funzione
preventiva.

Quanto ai criteri di imputazione soggettiva, 'elemento ca-
ratterizzante detta forma di responsabilita e costituito dal-
la previsione della c.d. “colpa di organizzazione”, che rende
possibile Iimputazione allente dei reati commessi dalle
persone fisiche operanti all'interno dello stesso e, comun-
que, nel suo interesse o a suo vantaggio.

La rimproverabilita per il fatto commesso si articolera dif-
ferentemente a seconda che questo sia ascrivibile al sog-
getto in posizione apicale o al sottoposto, come dettaglia-
tamente specificato nel prosieguo. Difatti, ex articolo 5 del
Decreto, presupposto per la determinazione della respon-

sabilita dell'ente & che il reato sia commesso da:

- persone che rivestono funzioni di rappresentanza, di
amministrazione o di direzione dellente o di una sua
unita organizzativa dotata di autonomia finanziaria e
funzionale, nonché persone che esercitano, anche di
fatto, la gestione e il controllo dellente (c.d. "soggetti
in posizione apicale” o “soggetti apicali"y;

« personesottoposte alladirezione o allavigilanza di uno
dei soggetti di cui al punto precedente (c.d. “soggetti
in posizione subordinata” o “soggetti sottoposti”).

Laresponsabilita dell'ente, in ogni caso, sussiste anche se
l'autore del reato non & stato identificato o non & imputa-
bile 0, ancora, se il reato si estingue per una causa diversa
dallamnistia (articolo 8 D. Lgs. 231/01).

2.3. | “reati presupposto” ex D. Lgs. 231/01

Di sequito, siriporta un'elencazione delle “famiglie di reato”
di cui al Decreto, individuate per categoria di illecito am-
ministrativo di appartenenza. Nell'Allegato 1 (‘Descrizione
normativa reati 231 e aspetti salienti definiti dalla giurispru-
denza di legittimitd) al presente ‘Modello’ si riporta I'elenco
di dettaglio dei reati presupposto, la descrizione normati-
va, le sanzioni applicabili.

Famiglie di reato ex D. Lgs. 231/01

1. Indebita percezione di erogazioni, truffain danno dello
Stato, di un ente pubblico o dell'Unione europea o per
il conseguimento di erogazioni pubbliche, frode infor-
maticain danno dello Stato o di un ente pubblico e fro-
de nelle pubbliche forniture (art. 24);

2. Delittiinformatici e trattamento illecito di dati(art. 24-
bis);

3. Delitti di criminalita organizzata (art. 24-ter);

4. Peculato, indebita destinazione di denaro o cose mo-
bili, concussione, induzione indebita a dare o promet-
tere utilita, corruzione (art. 25);

5. Falsitain monete, in carte di pubblico credito, in valori
di bollo e in strumenti o segni di riconoscimento (art.
25-bis);

6. Delitti contro lindustria e il commercio (art. 25-bis.1);

7. Reati societari, nonché reati di corruzione ed istiga-
zione alla corruzione tra privati(art. 25-ter);

2Anorma dell'art. 5 del d.Igs. 231/01, soggetti in posizione apicale sono i titolari, anche in via di fatto, di funzioni di rappresentanza, amministrazione e direzione dellente o
di una sua unita dotata di autonomia finanziaria e funzionale. Destinatari della norma saranno quindi gli amministratori, i legali rappresentanti a qualunque titolo, i direttori

generali ed i direttori di divisioni munite di autonomia finanziaria.

3 A questo proposito, & opportuno rilevare che potrebbero essere ricompresi nella nozione di soggetti sottoposti anche quei prestatori di lavoro che, pur non essendo
“dipendenti” dell'ente, abbiano con esso un rapporto tale da far ritenere sussistente un obbligo di vigilanza da parte dei vertici dellente medesimo: quali ad esempio, i cc.dd.

parasubordinati in genere, fornitori, consulenti, collaboratori.

8. Delitti con finalita di terrorismo o di eversione dellor-
dine democratico (art. 25-quater);

9. Pratiche di mutilazione degli organi genitali femminili
(art. 25-quater.1);

10. Delitti contro la personalita individuale (art. 25-quin-
quies);

11. Reati di abuso di mercato (art. 25-sexies);

12. Omicidio o lesioni gravi o gravissime, commessi con
violazione delle norme antinfortunistiche e sulla tutela
delligiene e della salute sul lavoro (art. 25-septies);

13. Reati di Ricettazione, Riciclaggio e Impiego di denaro,
beni o utilita di provenienza illecita nonché autorici-
claggio (art. 25-octies);

14. Delitti in materia di strumenti di pagamento diversi
dai contanti e trasferimento fraudolento di valori (art.
25-octies 1);

15. Delitti in materia di violazione del diritto d'autore (art.
25-novies);

16. Induzione a non rendere dichiarazioni o a rendere di-
chiarazioni mendaci all'autorita giudiziaria (art. 25-de-
cies);

17. Reati ambientali(art. 25-undecies);

18. Impiego di cittadini di paesi terzi il cui soggiorno € ir-
regolare (art. 25-duodecies);

19. Razzismo e xenofobia(art. 25-terdecies);
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20. Frode in competizioni sportive, esercizio abusivo di
gioco o di scommessa e giochi d'azzardo esercitati a
mezzo di apparecchi vietati(art. 25-quaterdecies);

21. Reati Tributari(Art. 25-quinquesdecies);

22. Reati di Contrabbando (Art. 25-sex decies);

23. Delitti contro il patrimonio culturale (Art. 25-septies
decies);

24. Riciclaggio di beni culturali e devastazione e saccheg-
gio di beni culturali e paesaggistici (Art. 25-duodevi-
cies);

25. Delitti contro gli animali (Art. 25-undevicies);

26. Reati transnazionali in materia di associazioni crimi-
nose, riciclaggio, traffico illecito di migranti intralcio
alla Giustizia(Legge 16 marzo 2006, n. 146, artt. 3 e 10).

2.4. Ambito territoriale di applicazione del Decreto

Con riferimento al “perimetro” di applicabilita della respon-
sabilita amministrativa degli enti, coerentemente con le
disposizioni di cui al Codice penale, attraverso l'articolo 4,
il D. Lgs. 231/01 prevede che l'ente possa essere chiamato
arispondere in Italia anche in relazione alla commissione
allestero di reati rilevanti ai fini del Decreto medesimo,
qualora:

+ esso abbia la sede principale nel territorio dello Stato
italiano;

« neiconfrontidellente non procedalo Stato delluogo in
cui e stato commesso il fatto;

“L'aggiornamento del Modello ha preso in esame le modifiche/integrazioni succedutesi rispetto alla precedente approvazione del MOGC:

- L. 9 ottobre 2023, n. 137: “Conversione in legge, con modificazioni, del decreto-legge 10 agosto 2023, n. 105, recante disposizioni urgenti in materia di processo penale, di
processo civile, di contrasto agli incendi boschivi, di recupero dalle tossicodipendenze, di salute e di cultura, nonché in materia di personale della magistratura e della pub-
blica amministrazione”. Sintesi impatti 231: integrazione di tre nuovi reati presupposto nel Decreto 231, ovvero Turbata liberta degli incanti(Art. 353 c.p.) e Turbata liberta
del procedimento di scelta del contraente (Art. 353 bis c.p.) sub art. 24 del Decreto 231; Trasferimento fraudolento di valori (Art. 512 bis c.p.) sub art. 25 octies 1del Decreto
231, modifica artt. relativi a: Inquinamento ambientale (Art. 452-bis c.p.), Disastro ambientale (Art. 452-quater c.p.) sub art. Art. 25-undecies del Decreto 231;

- L. 28 giugno 2024, n. 90: “Disposizioni in materia di rafforzamento della cybersicurezza nazionale e di reati informatici”. Sintesi impatti 231: inasprimento della risposta
sanzionatoria in relazione ad alcuni reati informatici; abrogazione del reato di detenzione, diffusione e installazione abusiva di apparecchiature, dispositivi o programmi
informatici diretti a danneggiare o interrompere un sistema informatico o telematico e lintroduzione di una ipotesi aggravata di estorsione realizzata mediante la consuma-

zione di alcuni reati informatici;

- L. 8 agosto 2024, n. 112: “Conversione in legge, con modificazioni, del decreto-legge 4 luglio 2024, n. 92, recante misure urgenti in materia penitenziaria, di giustizia civile
e penale e di personale del Ministero della giustizia. Sintesi impatti 231: inserimento di una nuova fattispecie di reato presupposto “Indebita destinazione di denaro o cose
mobili» art. 314-bis c.p.” ex art. 25 del Decreto 231, con estensione del reato di corruzione internazionale di cui allart. 322-bis c.p. anche alla nuova fattispecie;

- L. 9agosto 2024, n. 114 “Modifiche al codice penale, al codice di procedura penale, allordinamento giudiziario e al codice dellordinamento militare”. Sintesi impatti “231":
abrogazione del reato di abuso d'ufficio e rimodulazione del reato di traffico di influenze illecite entrambi reati presupposto richiamati ex art. 25 del Decreto 231;

- L. 14 luglio 2023, n. 93 “Disposizioni per la prevenzione e la repressione della diffusione illecita di contenuti tutelati dal diritto d'autore mediante le reti di comunicazione
elettronica” che introduce diverse modifiche in materia di disciplina sul diritto d'autore con impatti sub art. 25-novies del Decreto 231;

- D.Lgs. n. 87/2024 che modifica il reato di Indebita compensazione sub art. 25-quinquesdecies del Decreto 231;

-D.Lgs. 129/2024 (c.d. Regolamento MICA) che introduce all'art. 34 la responsabilita amministrativa degli enti in caso di abuso e/o divulgazione non autorizzata di informa-
zioni privilegiate e la manipolazione del mercato relative alle attivita di negoziazione di cripto-attivita (fattispecie ritenuta di difficile applicazione per GORI dal momento
che la stessa non opera nel mercato delle criptovalute). Il sopracitato Decreto introduce inoltre modifiche alla normativa riguardante il whistleblowing, includendo trale
condotte illecite segnalabili anche le violazioni al Regolamento (UE) concernente i mercati delle cripto-attivita;

- D.Lgs. 141/2024 "Disposizioni nazionali complementari al codice doganale dellUnione e revisione del sistema sanzionatorio in materia di accise e altre imposte indirette
sulla produzione e sui consumi’, che modifica l'art. 25 sexiesdecies del Decreto 231: i) aggiornando il riferimento normativo ai reati di contrabbando ad oggi previsti dal D.
Lgs.141/2024; ii)ampliando i reati presupposto a quelli previsti dal Testo Unico delle Accise (Decreto Legislativo n. 504 del 1995).

-L.n.206/2023 in materia di “Disposizioni organiche per la valorizzazione, la promozione e la tutela del made in Italy”.

- L.6giugno 2025, n. 82: “Modifiche al codice penale, al codice di procedura penale e altre disposizioni per l'integrazione e 'armonizzazione della disciplina in materia di reati

contro gli animali”.

- D.L. 8 agosto 2025, n. 116: “Disposizioni urgenti per il contrasto alle attivita illecite in ma teria di rifiuti, per la bonifica dellarea denominata Terra dei fuochi, nonche in

materia di assistenza alla popolazione colpita da eventi calamitosi”.

n
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« il colpevole sia punito a richiesta del Ministro della
Giustizia e dettarichiesta sia formulata anche nei con-
fronti dell'ente stesso.

2.5 Le Sanzioni applicabili

[ID. Lgs. 231/01 prevede che, a carico degli Enti destinatari
(a seqguito della commissione o tentata commissione dei
reati presupposto), siano applicabili le sequenti categorie
di sanzione(artt. 9 e ss.):

A. sanzioni amministrative pecuniarie;
B. sanzioniinterdittive;
C. confisca;

D. pubblicazione della sentenza.

2.5.1Le Sanzioni pecuniarie

Le sanzioni amministrative pecuniarie, disciplinate dall'ar-
ticolo 10 e sequenti del Decreto, sono sempre applicabiliin
caso di condanna dellente.

Le suddette sono applicate secondo un criterio basato su
“quote” il cui numero, non inferiore a cento e non superiore
a mille, deve essere determinato dal Giudice, a valle di ap-
posita valutazione che tengain conto (i) la gravita del fatto,
(i) il grado di responsabilita dellente, nonché (iii) I'attivita
svolta dallente per eliminare od attenuare le conseguenze
del fatto e per prevenire la commissione di ulteriori illeciti.
Con riferimento, invece, allimporto delle singole quote,
compreso tra un minimo di € 258,23 ed un massimo di €
1.549,37, questo deriva da una seconda valutazione basata
sulle condizioni economico-patrimoniali dell'ente.

Riduzione della sanzione pecuniaria
Lart. 12, co.1, del Decreto prevede la riduzione della san-
zione pecuniaria se:

A. Tlautore del reato ha commesso il fatto nel prevalente
interesse proprio o di terzi e 'ente non ne ha ricavato

vantaggio o ne ha ricavato un vantaggio minimo;

B. il danno patrimoniale cagionato & di particolare tenu-
ita;

L'art. 12, co.2, del Decreto prevede ulteriori casi di riduzio-

ne della sanzione pecuniaria se:

C. lente harisarcitointegralmente il danno e ha eliminato
le conseguenze dannose o pericolose del reato ovvero
si € comunque efficacemente adoperato in tal senso;

D. ¢ stato adottato e reso operativo un modello organiz-
zativo idoneo a prevenire reati della specie di quello
verificatosi.

2.5.2 Le Sanzioni interdittive

Il Decreto prevede, ex articolo 9, le seguenti tipologie di
sanzioni interdittive:

A. [linterdizione dallesercizio dell'attivita;

B. lasospensione o larevoca delle autorizzazioni, licenze
o concessioni funzionali alla commissione dell’illecito;

C. ildivietodicontrattare conla Pubblica Amministrazio-
ne, salvo che per ottenere le prestazioni di un pubblico
servizio;

D. Tlesclusione da agevolazioni, finanziamenti, contributi
o sussidi e I'eventuale revoca di quelli gia concessi;

E. ildivieto di pubblicizzare beni e servizi.

Le suddette sanzioni risultano irrogabili nelle sole ipotesi
tassativamente previste e, in ogni caso, laddove ricorra al-
meno una delle condizioni di cui allarticolo 13 del Decreto
e specificamente:

i. lente ha tratto dal reato un profitto di rilevante entita
e il reato & stato commesso da soggetti in posizione
apicale ovvero da soggetti sottoposti all'altrui direzio-
ne quando, in questo caso, la commissione del reato e
stata determinata o agevolata da gravi carenze orga-
nizzative;

ii. incaso direiterazione degliilleciti.

Le sanzioni interdittive hanno una durata minima di tre
mesi e massima di due anni, ovvero superiore nei casi indi-
cati dallarticolo 25, comma 5, cosi come modificato dalla
L. 9 gennaio 2019, n. 3°.

E rimandata al giudice la scelta della misura da applicare e
la sua durata, sulla base dei criteri in precedenza indicati.
In ogni caso, come per le sanzioni pecuniarie, non si proce-

5La Legge 9 gennaio 2019, n. 3, “Misure per il contrasto dei reati contro la pubblica amministrazione, nonché in materia di prescrizione del reato in materia di trasparenza dei

partiti e movimenti politici” ha:

- sostituito I'art. 25, comma 5, nei casi di condanna per uno dei delitti indicati nei commi 2 e 3 (ovvero 319, 319 ter, comma 1, 321, 322, commi 2 e 4, nonché 317, 319, 319 bis,
319 ter, comma 2, 319 quater e 321), inasprendo l'interdizione per una durata non inferiore a quattro anni e non superiore a sette anni se il reato & stato commesso da un sog-
getto in posizione apicale, nonché per una durata non inferiore a due anni e non superiore a quattro, se il reato € stato commesso da un soggetto sottoposto alla direzione o

vigilanza dei soggetti summenzionati;

-inserito l'art. 25, comma b bis, stabilendo che l'interdizione abbia durata non inferiore a tre mesi e non superiore a quattro anni, se prima della sentenza di primo grado,
I'ente si sia efficacemente adoperato per evitare che l'attivita delittuosa sia portata a conseguenze ulteriori, per assicurare le prove dei reati e per l'individuazione dei
responsabili, ovvero per il sequestro delle somme o altre utilita trasferite ed abbia eliminato le carenze organizzative che hanno determinato il reato mediante I'adozione e
I'attuazione di modelli organizzativi idonei a prevenire i reati della specie di quello verificatosi.

de all'applicazione delle sanzioni interdittive nei casi in cui
“l'autore del reato ha commesso il fatto nel prevalente inte-
resse proprio o di terzi e l'ente non ne ha ricavato vantaggio
o0 ne ha ricavato un vantaggio minimo”, nonché qualora “il
danno patrimoniale cagionato é di particolare tenuita”.

[l Legislatore ha, inoltre, precisato che [linterdizione
dell'attivita di cui al precedente punto a) ha natura residua-
le, applicandosi soltanto nei casiin cui lirrogazione di altre
sanzioni interdittive risulta inadequata®.

Le stesse possono essere applicate all'ente sia all'esito del
giudizio e, quindi, accertata la colpevolezza dello stesso,
siain via cautelare, laddove:

- siano presenti gravi indizi per ritenere la sussistenza
della responsabilita dell’Ente per un illecito ammini-
strativo dipendente da reato;

- emergano fondati e specifici elementi che facciano ri-
tenere l'esistenza del concreto pericolo che vengano
commessi illeciti della stessa tipologia di quello per
cui si procede;

- IEnte abbia tratto un profitto di rilevante entita.

2.5.3 La Confisca

Conla sentenza di condanna & sempre disposta la confisca
(articolo 19 del Decreto) - anche per equivalente - del prez-
zo o del profitto del reato, salvo che per la parte che puo
essere restituita al danneggiato e fatti salvi i diritti acqui-
siti dai terzi in buona fede.

La confisca puo, inoltre, avere ad oggetto somme di de-
naro, beni o altre utilita di valore equivalente al prezzo o al
profitto del reato qualora non fosse possibile esequire la
stessa con riguardo all'esplicito profitto del reato.

2.5.4 La Pubblicazione della sentenza

Qualora sia applicata allente una sanzione interdittiva, pud
essere disposta dal giudice - a spese dellente medesimo -
la pubblicazione della sentenza di condanna(articolo 18 del
Decreto) in una o piu testate giornalistiche, per estratto o
perintero, unitamente all'affissione nel Comune dove I'ente
ha la sede principale.

2.6 | Delitti Tentati e I'esclusione di responsabilita’

L'articolo 26 del Decreto prevede che nelle ipotesi di com-
missione, nelle forme di tentativo, dei reati di cui al Decre-
to, le sanzioni pecuniarie ed interdittive sono ridotte da un
terzo alla meta.

Tuttavia, non risulta essere attribuita alcuna sanzione nei
casiin cuil'Ente impedisca volontariamente il compimento
dell'azione o la realizzazione dellevento.
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In tal senso, la suddetta esclusione & giustificata in forza
dellinterruzione di ogni rapporto di immedesimazione tra
ente e soggetti che assumono di agire in suo nome e per
conto.

2.7 Responsabilita patrimoniale e vicende modifi-
cative dell'Ente

Conlintroduzione del D. Lgs. 231/01, il Legislatore ha disci-
plinato il regime della responsabilita patrimoniale dell'en-
te. Difatti, in accordo a quanto disposto dall'articolo 27 del
Decreto, “dellobbligazione per il pagamento della sanzione
pecuniaria risponde soltanto l'ente con il suo patrimonio o
con il fondo comune”.

Inoltre, “i crediti dello Stato derivanti degli illeciti ammini-
strativi dellente relativi a reati hanno privilegio secondo le
disposizioni del codice di procedura penale sui crediti di-
pendenti da reato. A tale fine, la sanzione pecuniaria si in-
tende equiparata alla pena pecuniaria”.

In dettaglio, gli articoli 27 e sequenti del Decreto discipli-
nano il regime di responsabilita patrimoniale dellente con
specifico riferimento alle c.d. “vicende modificative” dello
stesso, quali la trasformazione, la fusione, la scissione e la
cessione d'azienda.

In particolare, in caso di trasformazione, l'ente “trasfor-
mato” rimane responsabile anche per i reati commessi
anteriormente alla data in cui la trasformazione ha avuto
effetto.

Con riferimento alla fusione, anche per incorporazione,
I'ente risultante dalla fusione risponde anche dei reati di cui
erano responsabili gli enti partecipanti alla fusione stessa.
Nel caso di scissione parziale la Societa scissa rimane re-
sponsabile per i reati commessi anteriormente alla data in
cui la scissione ha avuto effetto e gli enti beneficiari della
scissione diventano solidalmente responsabili.

Per quanto concerne, invece, la cessione di azienda, il ces-
sionario e solidalmente responsabile con il cedente per le
sanzioni pecuniarie irrogate in relazione ai reati commessi
nellambito dell'azienda ceduta, nel limite del valore trasfe-
rito e delle sanzioni risultanti dai libri contabili obbligatori
ovvero delle sanzioni dovute ad illeciti dei quali il cessiona-
rio era comunque a conoscenza. E comunque fatto salvo
il beneficio della preventiva escussione dell'ente cedente.

2.8 L'adozione del Modello di Organizzazione, Ge-
stione e Controllo quale strumento di prevenzione
ed esimente della responsabilita in capo all'Ente

Il Decreto prevede forme di esonero della responsabilita
amministrativa dellente in virtu della sussistenza di deter-
minate circostanze.

Tale esimente opera diversamente a seconda che i reati
siano commessi da soggetti in posizione apicale ovvero da

SArt. 4, co. 4., D. Lgs. 231/01

7art. 26 Delitti tentati: “1. Le sanzioni pecuniarie e interdittive sono ridotte da un terzo alla meta in relazione alla commissione, nelle forme del tentativo, dei delitti indicati nel
presente capo del decreto. 2. L'ente non risponde quando volontariamente impedisce il compimento dell'azione o la realizzazione dellevento.”

13
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soggetti sottoposti alla direzione di questi ultimi®.

In maggior dettaglio, l'articolo 6 del Decreto prevede che,
in caso di commissione di reato da parte di un ‘Soggetto
Apicale’, I'ente non risponda se prova che:

1. il proprio organo dirigente ha adottato ed efficace-
mente attuato, prima della commissione del reato, un
Modello di Organizzazione, Gestione e Controllo ido-
neo a prevenire la realizzazione dei reati della specie
di quello verificatosi®;

2. e stato affidato ad un organismo interno all'ente, do-
tato di autonomi poteri di iniziativa e di controllo (di
sequito, anche “Organismo di Vigilanza” ovvero “0dV")il
compito di vigilare sul funzionamento e sull'osservan-
za del Modello, nonché sul relativo aggiornamento;

3. non vi e stata omessa od insufficiente vigilanza da
parte dellOdV™;

4. nellacommissione del reato, il Modello € stato eluso in
maniera fraudolenta.

Al fine della prevenzione della commissione dei reati, il De-
creto prevede, all'articolo 6, comma 2, che il ‘Modello’ deb-
ba rispondere alle seqguenti esigenze e requisiti:

A. individuare le attivita nel cui ambito possono essere
commessi reati;

B. prevedere specifici protocolli diretti a programmare
la formazione e I'attuazione delle decisioni dell'ente in
relazione ai reati da prevenire;

C. individuare modalita di gestione delle risorse finan-
ziarie idonee ad impedire la commissione dei reati;

D. prevedere obblighi di informazione nei confronti
dell'organismo deputato a vigilare sul funzionamento
e losservanza dei modelli;

E. introdurreunsistemadisciplinareidoneoasanzionare
il mancato rispetto delle misure indicate nel Modello.

Allo stesso modo, nel caso di reati commessi da ‘Soggetti
Sottoposti’, la responsabilita dellente puo derivare dall’i-
nosservanza degli obblighi di direzione e vigilanza. Tale
inosservanza e esclusa se I'ente dimostri di avere adottato
ed efficacemente attuato, prima della commissione dell’il-

lecito, un Modello di Organizzazione, Gestione e Controllo
idoneo a prevenire i reati della specie di quello verificatosi.

Elemento dirilevante importanza e di ulteriore differenzia-
zione nel caso di reati posti in essere da parte di soggetti
apicali ovvero sottoposti € rivestito dal profilo processuale
relativo allonere della prova.

Specificamente, nel caso di un eventuale procedimen-
to volto ad accertare la responsabilita amministrativa
dell'ente a sequito della commissione di reato da parte di
un ‘Soggetto Apicale’, spetta allente medesimo provare di
avere soddisfatto i requisiti richiesti dall'articolo 6, com-
ma 1 del Decreto; viceversa, nel caso in cui lillecito derivi
da una condotta di un ‘Soggetto Sottoposto’, 'adozione del
Modello costituisce una presunzione a favore dellente e
comporta, quindi, linversione dellonere della prova a cari-
co dellaccusa, chiamata a dimostrare lamancata adozione
ed efficace attuazione dello stesso.

2.9 | Destinatari del Modello

| destinatari del Modello sono:

« coloro che svolgono, anche di fatto, funzioni di gestio-
ne, amministrazione, direzione o controllo della So-
cieta;

- ilavoratorisubordinati della Societa, di qualsiasi grado
e in forza di qualsivoglia tipo di rapporto contrattua-
le, ancorché distaccati all'estero per lo svolgimento
dellattivita;

« chi, purnon appartenendo alla Societa, operi, a qualsi-
asi titolo, nell'interesse della medesima;

« icollaboratori e controparti contrattuali in generale.

[l ‘Modello’ e il relativo ‘Codice Etico’ costituiscono riferi-
menti indispensabili per tutti coloro che contribuiscono
allo sviluppo delle varie attivita, in qualita di fornitori di
materiali, servizi e lavori, consulenti, partners nelle asso-
ciazioni temporanee o Societa con cui GORI opera.

Nei contratti, patti fra soci o partners, dovra essere inse-
rita esplicitamente l'accettazione delle regole e dei com-
portamenti previsti in tali documenti, ovvero l'indicazione
da parte del contraente dell'adozione di un proprio Modello
ex D. Lgs. 231/01.

La Societa diffonde il Modello attraverso modalita idonee
ad assicurarne leffettiva conoscenza da parte di tutti i

8Gli effetti positivi delladozione del ‘Modello’ non sono limitati all'esclusione della responsabilita dell'ente in caso di una loro attuazione in via preventiva rispetto alla com-
missione del reato da parte di propri rappresentanti, dirigenti o dipendenti. Infatti, se adottato prima dell'apertura del dibattimento di primo grado, esso puo concorrere

ad evitare allente le piti gravi sanzioni interdittive (art. 17 lett. b) - e di riflesso impedire la pubblicazione della sentenza di condanna - ed inoltre possono determinare una
sensibile riduzione delle pene pecuniarie (art. 12). Anche la semplice dichiarazione di voler attuare tale ‘Modello’, unitamente alla sussistenza di altre condizioni, puo implica-
re la sospensione delle misure cautelari interdittive eventualmente adottate in corso di causa (art. 49), nonché la revoca delle stesse in caso di effettiva attuazione di detti

modelli, sempre in presenza delle altre condizioni necessarie (artt. 49 e 50).

9Si tratta di un'esimente da responsabilita, in quanto serve ad escludere la colpa di organizzazione (ciog, l'elemento soggettivo necessario ai fini dell'esistenza del reato)

dell'ente in relazione alla commissione del reato.

0|nfatti, solo I'elusione o linsufficiente controllo da parte dell'apposito organismo possono concorrere a determinare, pur in presenza di un Modello di Organizzazione,
Gestione e Controllo astrattamente idoneo ed efficace, la commissione dei reati-presupposto indicati dal D. Lgs. 231/01.

soggetti interessati.

| destinatari sono tenuti a rispettare puntualmente tutte le
disposizioni del Modello, anche in adempimento dei doveri
di lealta, correttezza e diligenza che scaturiscono dai rap-
porti giuridici instaurati con la Societa.

La Societa riprova e sanziona qualsiasi comportamento in
violazione, oltre che della vigente normativa, delle previ-
sioni del Modello e del Codice Etico.

La Societa non iniziera alcun rapporto d'affari con i sog-
getti terzi che non intendono aderire ai principi enunciati
dal presente Modello e dal D. Lgs. 231/01, né proseguira tali
rapporti con chi violi detti principi.
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3.11l Modello di Governance

3.2 Struttura Organizzativa

PROFILO ISTITUZIONALE,
MODELLO DI
GOVERNANCE
ESTRUTTURA
ORGANIZZATIVA DI

GORI S.p.a.

3.Gori S.p.a.

GORI S.p.A. &€ una societa mista a prevalente capitale pub-
blico, affidataria - ai sensi e per gli effetti del decreto legi-
slativo 3 aprile 2006 n. 152 e della legge Regione Campania
14 maggio 1997 n. 14 (oggi sostituta dalla legge Regione
Campania 2 dicembre 2015 n. 15) - della gestione del Ser-
vizio Idrico Integrato (di sequito il “S.1.I1.” 0 “SII") dell’Ambito
Territoriale Ottimale n. 3 della Regione Campania denomi-
nato “Sarnese-Vesuviano”(di seguito “A.T.0. n. 3").

[l Capitale Sociale della GORI & cosi ripartito:

Ente dAmbito Sarnese Vesuviano™, 51,00%;
Azienda Speciale Multiservizi - A.S.M., 11,93%:

Azienda Speciale Servizi Idrici Integrati - A.S.A.M.,
0.016%;

Sarnese Vesuviano S.r.l., 37,05%.

COMPOSIZIONE
SOCIETARIA

51,00%

Ente d’Ambito Sarnese Vesuviano
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L'Ente Idrico Campano (EIC)

Si fa presente che I'Ente Idrico Campano (di seguito anche
indicato “EIC"), istituito con la legge regionale 15/2015, &
'Ente di Governo dellAmbito di cui agli articoli 142, com-
ma 32 , e 147, comma 13 , del d.Igs. 152/2006. Ai sensi del
Decreto del Presidente della Giunta della Regione Campa-
nia n. 142 del 7 settembre 2018 (pubblicato sul BURC n. 65
del 10/09/2018), a far data dal 1° ottobre 2018, I'Ente Idrico
Campano ha assunto le funzioni e le competenze proprie
dellEnte di Governo dellAmbito; fino alla data del 30 set-
tembre 2018, tali funzioni sono state invece esercitate,
relativamente allAmbito Distrettuale Sarnese-Vesuviano,
dal Commissario Straordinario dellEnte dAmbito Sarnese
Vesuviano.

11,93% 0.02%

ASM Multiservizi ‘ ASAM ‘

37,05%

Sarnese Vesuviano S.r.l.

"L'Ente d’Ambito Sarnese Vesuviano fu istituito con la legge Regione Campania 21 maggio 1997, n. 14 (abrogata e sostituita dalla legge regionale 15/2015), & stato poi
commissariato e ha esercitato le funzioni di Ente di governo dellAmbito ex art. 147, comma 1, d.lgs. 152/2008, fino al 30 settembre 2018. Come sopra chiarito, a far data dal
1° ottobre 2018, le funzioni regolatorie dellEnte di governo dellAmbito sono esercitate dall'Ente Idrico Campano. Pertanto, relativamente alla Convenzione di Gestione in
esame, 'Ente Idrico Campano & subentrato nella posizione contrattuale dellEnte dAmbito Sarnese Vesuviano, quale suo avente causa.
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3.111 Modello di Governance

Conformemente ai principi di trasparenza, equilibrio e se-
parazione tra le attivita di indirizzo, gestione e controllo,
GORI ha adottato un modello di governance che fonda il
sistema di governo societario su alcuni principi cardine,
qualiil ruolo centrale attribuito al Consiglio di Amministra-
zione, la corretta gestione delle situazioni di conflitto di
interesse, la trasparenza nella comunicazione delle scelte
di gestione dellimpresa e l'efficacia del proprio Sistema di
Controllo Interno e di Gestione dei Rischi (di sequito, “Si-
stema di Controllo” 0 “SCIGR").

La Societa & organizzata secondo il modello di gestione
c.d. tradizionale, per cui gli Organi Sociali della GORI sono
'Assemblea dei Soci, il Consiglio di Amministrazione, il
Presidente del Consiglio di Amministrazione ed il Collegio
Sindacale.

In particolare, la gestione della Societa ¢ affidata al Consi-
glio di Amministrazione e gli Amministratori durano in ca-
ricatre esercizi e sono rieleggibili. | componenti del Consi-
glio di Amministrazione, tra i quali il Presidente, sono stati
nominati dallAssemblea dei Soci della GORI.

3.1.1L'Assemblea dei Soci

L'assemblea, legalmente convocata e regolarmente costi-
tuita, rappresenta gli azionisti e le sue deliberazioni, prese
in conformita alla legge ed allo statuto, obbligano tutti i
soci ancorché non intervenuti o dissenzienti.

L'’Assemblea € presieduta dal Presidente del Consiglio di
Amministrazione e, in caso di sua assenza o impedimento,
dal Vicepresidente.

Le Assemblee ordinarie e straordinarie, siain prima che in
seconda convocazione, sono validamente costituite e de-
liberano con i quorum e le maggioranze previste dagli artt.
2368 e 2369 del Codice civile.

3.1.2 Il Consiglio di Amministrazione

La societa e amministrata da un Consiglio di Amministra-
zione (C.d.A.) composto da 5 (cinque) membri nominati
dall’Assemblea, nel rispetto della normativa pro tempore
vigente inerente all'equilibrio tra generi.

Gli amministratori, che possono essere scelti anche tra i
non soci, durano in carica tre esercizi e sono rieleggibili.
Non possono ricoprire la carica di amministratore della
Societa coloro che si trovano in una delle cause di ineleg-
gibilita o decadenza previste dallart. 2.382 c.c., ovvero in
una delle cause di ineleggibilita, decadenza o inconferibi-
lita previste dal D. L.gs. n. 39/2013 e successive modifiche
e integrazioni, o previste dalla normativa pro tempore vi-
gente.

[l Consiglio di Amministrazione delega ad un Ammini-
stratore Delegato tutti i poteri per la gestione ordinaria e
straordinaria della societa, esclusi quelli che per legge o
statuto sono riservati al Consiglio di Amministrazione o al
Presidente del Consiglio di Amministrazione.

L'’Amministratore Delegato riferisce al Consiglio di Ammi-
nistrazione ed al Collegio Sindacale a scadenze semestrali

sul generale andamento della gestione e sulla sua prevedi-
bile evoluzione nonché sulle operazioni di maggior rilievo,
per le loro dimensioni o caratteristiche, effettuate dalla
Societa.

Al Presidente del Consiglio di Amministrazione sono attri-
buite le competenze dilegge e quelle previste dallo Statuto
della Societa.

3.1.3 1l Collegio Sindacale

L'’Assemblea elegge il Collegio Sindacale, costituito da tre
membri effettivi e due supplenti, nel rispetto della norma-
tiva pro tempore vigente inerente all'equilibrio tra generi.

| sindaci durano in carica tre esercizi sociali e sono rie-
leggibili. Non possono ricoprire la carica di sindaco della
Societa coloro che sitrovano in una delle cause di ineleggi-
bilita o decadenza previste dall'art. 2399 c.c., ovvero in una
delle cause di ineleggibilita, decadenza o inconferibilita
previste dal D. Lgs. n. 39/2013 e successive modifiche e in-
tegrazioni, o previste dalla normativa pro tempore vigente.

[l Collegio Sindacale controlla la gestione e vigila sulla cor-
retta amministrazione della Societa, sullosservanza della
legge e dello Statuto e sull'adeguatezza della struttura
organizzativa.

3.2 Struttura Organizzativa

Al fine di rendere immediatamente chiaro il ruolo e la re-
sponsabilita nellambito del processo decisionale azien-
dale, GORI predispone ed aggiorna periodicamente ['Or-
ganigramma nel quale e schematizzata lintera struttura
organizzativa e ove sono specificate:

- leareeincuisisuddivide l'attivita aziendale;

« le linee di dipendenza gerarchica delle singole Unita
aziendali;

« isoggetti che operano nelle singole aree ed il relativo
ruolo organizzativo.

La Societa definisce lorganigramma attraverso le ‘Disposi-
zioni Organizzative’ nelle quali sono declinate nel dettaglio
i compiti e le responsabilita di ciascuna unita aziendale e le
linee di dipendenza gerarchica.

Le ‘Disposizioni Organizzative’, unitamente agli altri docu-
menti che descrivono e definiscono l'assetto organizzativo
della Societa (es. ‘Attribuzioni d'Incarica’, ‘Comunicazioni
Organizzative’), sono rese conoscibili a tutti i dipendenti
mediante comunicazione e pubblicazione sulla ‘intranet’
aziendale accessibile sia dalla postazione di lavoro che da
dispositivi mobili.

L'assetto organizzativo prevede altresi uno strutturato si-
stema di ‘Procure e Deleghe’ attraverso le quali sono defi-
niti i poteri di responsabili ed incaricati.

L"Organigramma’, le ‘Disposizioni Organizzative’, gli altri
documenti afferenti al ‘Sistema Organizzativo', il sistema

di ‘Procure e Deleghe’ sono parte integrante del presente
‘Modello'.

La struttura organizzativa della Societa e soggetta a cam-
biamenti periodici al fine di rispondere ai cambiamenti
esterni, del contesto normativo e regolamentare, degli
scenari ed obiettivi, e di ottimizzare lefficienza ed effica-
cia dei processi operativi e strategici.

La Societa, inoltre, si avvale di organi collegiali (Comita-
ti) con ruoli operativi, di indirizzo e controllo, presieduti
dallAmministratore Delegato, ed afferenti ad alcune tema-
tiche di particolare rilevanza (es. ‘Comitato Strategico per
la Sostenibilita’, Comitato ‘Etica, Diversita, Inclusione ed
Uguaglianza’, Comitato ‘Sistemi di Gestione & Compliance’).

L'Organigramma di GORI & oggetto di pubblicazione sulla
intranet aziendale e sul sito istituzionale della Societa®.
Ogni aggiornamento & oggetto di comunicazione a tutti i
dipendenti ed agli interlocutori interessati.
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2Sul sito www.goriacqua.com si pubblica la macrostruttura organizzativa. Sulla intranet (Idranet) si procede alla pubblicazione del dettaglio della microstruttura

organizzativa.
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IL SISTEMA DI CONTROL-
LO INTERNO E GESTIONE
DEI RISCHI (SCIGR)

[I"'Modello’, finalizzato alla prevenzione ovvero alla
riduzione del rischio di commissione di reati e illeciti
amministrativi teoricamente realizzabili nellambito
dell'attivita della Societa, costituisce uno degli elementi
essenziali del piut ampio ‘Sistema di Controllo Interno

e di Gestione dei Rischi’ di GORI (di sequito, ‘Sistema di
Controllo’, ‘SCI' 0 ‘SCIGR’).

IL SISTEMA DI
CONTROLLO INTERNO
DI GORIE IL RUOLO DEL
MODELLO 231

4.111 Sistema di Controllo Interno e Gestione dei
Rischi (SCIGR)

[l 'Sistema di Controllo’ € da intendersi come l'insieme del-
le persone e di tutti quegli strumenti, regole, documenti
aziendali e strutture organizzative necessari o utili a indi-
rizzare, gestire e verificare le attivita di impresa con l'obiet-
tivo di assicurare il corretto funzionamento ed il buon an-
damento della Societa, oltre che garantire, con ragionevole
margine di sicurezza:

« il rispetto delle leggi e normative vigenti, nonché del
corpus normativo aziendale (procedure, istruzioni
operative);

« laprotezione dei beni aziendali;

- lottimale ed efficiente gestione delle attivita di busi-
ness;

- lattendibilita dellinformativa societaria ed economi-
co-finanziaria;

- laveridicita e correttezza della raccolta, elaborazione
e comunicazione delle informazioni e dei dati societari.

[l 'Sistema di Controllo’ & integrato nei piu generali asset-
ti organizzativi e di governo societario adottati da GORI e
concorre, con tutte le sue componenti, in modo diretto e
indiretto, alla prevenzione dei reati-presupposto previsti
dal Decreto.

Laresponsabilitadirealizzare e attuare un efficace Sistema
di Controllo Interno’ & presente a ogni livello della struttura
organizzativa di GORI e riguarda tutti gli esponenti aziendali
nellambito delle funzioni e responsabilita ricoperte.

Per GORI, il 'Sistema di Controllo’ € elemento essenziale del
sistema di corporate governance, basato su best practices
e linee guida di riferimento.

Gli elementi caratterizzanti il Sistema di Controllo sono
contenuti nella Linea di Indirizzo ‘Sistema di Controllo In-
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terno e gestione dei Rischi di GORI S.p.A.’(di sequito anche
denominata ‘Linea di Indirizzo SCIGR'), approvata dal Con-
siglio di Amministrazione della Societa e pubblicata sulla
intranet aziendale.

La definizione di un adeguato SCIGR consente di:

« identificare gli eventi che possono incidere sul perse-
guimento degli obiettivi definiti dal Consiglio di Ammi-
nistrazione di GORI;

« contribuire a una conduzione dellimpresa coerente
con gli obiettivi aziendali definiti dal Consiglio di Ammi-
nistrazione, nonché alla diffusione di una corretta co-
noscenza dei rischi, della legalita e dei valori aziendali;

«  favorire l'assunzione di decisioni consapevoli e compa-
tibili con la propensione al rischio definita dal Consiglio
di Amministrazione;

« concorrere ad assicurare la salvaguardia del patrimo-
nio aziendale;

« concorrere ad assicurare lefficienza e lefficacia dei
processi, l'affidabilita delle informazioni fornite agli or-
gani sociali e agli stakeholder esterni e il rispetto delle
legqi, dei regolamenti, dello Statuto sociale, del Codice
Etico e delle procedure interne;

« fornire gli elementi di indirizzo ai diversi attori del Si-
stema di Controllo al fine di assicurare che GORI assu-
ma comportamenti coerenti con il profilo di rischio in-
dividuato e siain grado di gestire gli eventi che possono
ostacolare il raggiungimento degli obiettivi societari;

« fornire gli elementi di indirizzo per assicurare il
coordinamento tra le Unita coinvolte nelle attivita di
controllo;
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identificare i principi e le responsabilita di governo, ge-
stione e monitoraggio dei rischi connessi alle attivita
aziendali;

prevedere attivita di controllo ad ogni livello operativo
e individuare con chiarezza compiti e responsabilita, in
modo da evitare eventuali duplicazioni di attivita e as-
sicurare il coordinamento tra i principali soggetti coin-
volti nel SCIGR.

Nel sequito si richiamano i principi e la struttura di riferi-
mento della’Linea di Indirizzo SCIGR'.

4.1.1Principi

Sirichiamano i sequenti principi di base del Sistema di Con-
trollo Interno di GORI:

Modello Integrato - Le componenti del SCIGR sono tra
loro coordinate e interdipendenti e il sistema, nel suo
complesso, € a sua volta integrato nel generale assetto
organizzativo, di governo societario, amministrativo e
contabile. Il SCIGR coinvolge con diversi ruoli, secondo
logiche di collaborazione e coordinamento, gli organi
amministrativi, gli organi di controllo, 'Organismo di
Vigilanza, il Management e tutto il personale.

Rispetto delle disposizioni di legge e coerenza con
le best practice - Al fine di garantire il rispetto delle
disposizioni di legge, GORI definisce, ove opportuno,
strumenti normativi interni in conformita con le pre-
visioni legislative applicabili. Il SCIGR & definito nel
rispetto di tali strumenti (che ne formano parte inte-
grante) e in coerenza con le best practice nazionali
e internazionali. A tale riguardo, GORI ha aderito alle
Linee di Indirizzo del Gruppo Acea, delineate in con-
formita alle raccomandazioni del Codice di Corporate
Governance e si conforma ai modelli CoSO - Internal
Controls e CoSO - ERM Framework che rappresentano
i framework di riferimento, internazionalmente rico-
nosciuti, per la comprensione, lanalisi e la valutazione
integrata dellefficacia del SCIGR.

Responsabilizzazione del Management - || Manage-
ment, nellambito delle funzioni ricoperte e nel con-
seguimento dei correlati obiettivi, garantisce lade-
guatezza dello SCIGR per le attivita di competenza,
partecipando attivamente al suo corretto funziona-
mento. A tal fine il Management, anche in funzione dei
rischi gestiti, istituisce specifiche attivita di controllo
e processi di monitoraggio idonei ad assicurare leffi-
cacia e lefficienza del SCIGR nel tempo e a prevenire e
individuare irregolarita e/o atti fraudolenti. Resta fer-
mo il principio generale secondo cui tutto il personale
GORI deve tenere una condotta coerente con le regole
e procedure definite nel SCIGR.

Coerenza con gli obiettivi aziendali - || SCIGR contribu-
isce a una conduzione dellimpresa volta allo sviluppo

sostenibile, alla massimizzazione del valore dellazien-
da e coerente con gli obiettivi dellorganizzazione defi-
niti dal CdA, supportando il Management nellassunzio-
ne di decisioni consapevoliin cuii principali rischi sono
identificati, valutati, gestiti e monitorati in relazione
alla loro capacita di influenzare il raggiungimento degli
obiettivi e di incidere sul valore dell'azienda.

Approccio basato sul rischio (Risk Based) - || SCIGR
prevede unapproccio preventivo airischi, che attraver-
so il processo di identificazione, valutazione, gestione
e monitoraggio dei principalirischi, contribuisce a sup-
portare processi decisionali consapevoli, nonché, ove
possibile, alla traduzione dei principali rischi in oppor-
tunita e vantaggio competitivo. Il SCIGR e definito e at-
tuato in funzione delle fattispecie e rilevanza dei rischi
che siintendono mitigare.

Importanza dei Flussi Informativi - | flussi informativi
sono fondamentali per consentire l'adempimento delle
responsabilita in materia di SCIGR e, quindi, per il per-
seguimento dei relativi obiettivi. Ad ogni persona sono
rese disponibili le informazioni necessarie per adem-
piere alle proprie responsabilita, incluse quelle in ma-
teria di SCIGR.

Massimizzazione dell'efficienza e dell'efficacia - Il SCI-
GR & definito in ottica di massimizzazione dellefficacia
ed efficienza, anche mediante la riduzione di eventuali
duplicazioni di attivita e il coordinamento tra i princi-
pali ruoli previsti dal SCIGR e tra i diversi elementi che
lo costituiscono. Il SCIGR deve pertanto consentire
di presidiare adeguatamente i principali rischi perse-
guendo un equilibrio tra costi benefici, anche median-
te possibili sinergie nella definizione e attuazione dei
controlli.

Miglioramento continuo e pratica delleccellenza -
GORI persegue il miglioramento continuo del SCIGR in
funzione dellevoluzione del contesto di riferimento, al
fine di garantire un costante aggiornamento dello stes-
so rispetto alle best practice, tenendo in considerazio-
ne gli interessi degli stakeholder.

Tracciabilita - Le persone coinvolte nei processi azien-
dali devono garantire, ciascuna per la parte di propria
competenza, la tracciabilita delle attivita di individua-
zione, valutazione, gestione e monitoraggio dei rischi
e dei controlli e della relativa documentazione, assi-
curandone nel tempo l'individuazione, la ricostruzione
delle fonti e degli elementi informativi che supportano
le attivita.

Segregazione delle attivita - || SCIGR prevede la se-
gregazione di compiti e responsabilita, tra le funzioni e
allinterno delle stesse, tale da evitare situazioni di con-
centrazione di attivita incompatibili. L'applicazione del
principio & attuatain relazione alla natura delle attivita,
al grado e alla tipologia di rischio associato allattivita
medesima, evitando inefficienze organizzative.

« Trasparenza - Le persone impegnate nei processi
aziendali operano in modo da garantire la massima tra-
sparenza nello svolgimento delle proprie attivita e da
assicurare uninformazione completa e veritiera.

4.1.2 Struttura

[l sistema di controllo interno di GORI € articolato su tre li-
velli di responsabilita:

«  Primo Livello: E costituito dallinsieme delle attivita
di controllo che le singole unita aziendali svolgono sui
propri processi al fine di assicurare il corretto svolgi-
mento delle operazioni. Tali attivita di controllo sono
demandate alla responsabilita primaria del manage-
ment operativo e sono considerate parte integrante di
ogni processo aziendale. Le strutture operative sono,
quindi, le prime responsabili del processo di controllo
interno e di gestione dei rischi. Nel corso delloperati-
vita giornaliera tali strutture sono chiamate a identifi-
care, misurare o valutare, monitorare, attenuare e ri-
portare i rischi derivanti dallordinaria attivita aziendale
in conformita con il processo di gestione dei rischi e le
procedure interne applicabili.

« Secondo Livello: i controlli di secondo livello sono af-
fidati a funzioni autonome, indipendenti e distinte da
quelle operative; esse concorrono alla definizione del-
le politiche di governo e del processo di gestione dei
rischi (individuazione, valutazione e controllo). A tale
livello si monitorano i rischi aziendali, si propongono
gli strumenti normativi sui relativi sistemi di controllo
e si verifica l'adequatezza degli stessi al fine di assicu-
rare efficienza ed efficacia delle operazioni, adeguato
controllo dei rischi, prudente conduzione del business,
affidabilita delle informazioni, conformita a leggi;

« Terzo Livello: i controlli di terzo livello sono affidati
all'Unita Internal Audit che fornisce servizi di assurance
e consulenza indipendente sulladeguatezza ed effetti-
va operativita del primo e secondo livello di controllo
e, in generale, sul SCIGR. Ha la finalita di valutare la
completezza, 'adeguatezza, la funzionalita e l'affidabi-
lita in termini di efficienza ed efficacia del sistema dei
controlli interni e di monitorare l'esecuzione dei piani di
miglioramento definiti dal management.

Fermo restando il rinvio alla ‘Linea di Indirizzo Sistema di
Controllo Interno e Gestione dei Rischi’ di GORI, si fornisce
una rappresentazione di sintesi degli attori coinvolti nello
SCIGR GORI e delle relative interazioni.

4.1.3 Gestione dei rischi, modelli e sistemi di
riferimento

[l monitoraggio e la gestione dei rischi sono affidati a strut-
ture aziendali che hanno il compito di realizzare e adottare
specifici modelli di controllo. Tra tali modelli e sistemi adot-
tati dalla GORI si segnalano, in particolare:
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il Codice Etico della Societa che enuncia i principi etici
generali ai quali devono essere ricondotte tutte attivita
aziendali. Il Codice Etico e volto a rendere trasparente
l'attivita aziendale e ad indirizzarne eticamente lo svol-
gimento, individuando i principi e le specifiche regole
di condotta che devono ispirare il comportamento di
tutte le persone che operano nellinteresse della So-
cieta;

il Modello di controllo dedicato al presidio dei rischi
connessi alla tutela della salute e della sicurezza sui
luoghi di lavoro. GORI ha adottato il Sistema di Gestio-
ne per la Salute e Sicurezza sul Lavoro (SGSL), certi-
ficato come conforme allo standard internazionale UNI
ISO 45001, con l'obiettivo di ridurre i rischi associati alle
attivita dellAzienda, attuando politiche di prevenzione,
protezione e di miglioramento continuo;

il Modello di controllo dedicato al presidio dei rischi
ambientali. GORI ha adottato il Sistema di Gestione
Ambientale (SGA), certificato come conforme allo
standard internazionale UNI EN ISO 14001, con lobietti-
vo di ridurre gli impatti ambientali delle proprie attivita
attuando politiche e protocolli di gestione e di miglio-
ramento continuo;

il Sistema di Gestione per la Qualita (SGQ), certifica-
to come conforme allo standard internazionale UNI EN
ISO 9001, finalizzato ad accrescere la soddisfazione
del cliente tramite l'applicazione efficace del sistema,
compresi i processi per il miglioramento del sistema
stesso ed assicurare la conformita ai requisiti del clien-
te ed ai requisiti cogenti applicabili;

il Modello di controllo dedicato al presidio dei rischi
di commissione di reati in ambito corruttivo. GORI ha
adottato un Sistema di Gestione per la Prevenzione
della Corruzione (SGPC), certificato come conforme
allo standard UNI ISO 37001 e strettamente integrato e
coordinato con il presente ‘Modello 237;

[l Modello dedicato al presidio dei rischi informativi ed
alla sicurezza delle informazioni. Allo scopo la GORI ha
avviato un percorso volto a massimizzare la cyber se-
curity e allimplementazione di un Sistema di Gestione
per la Sicurezza delle Informazioni (SGSI) conforme
allo standard ISO/IEC 27001;

ilModello di Governance della Privacy, adottato conlo-
biettivo di garantire nella gestione dei processi azien-
dali la conformita ai dettami della normativa in tema di
data protection (Regolamento UE 679/2019, GDPR, D.
Lgs. 196/2003 e s.m.i. ai sensi del D. Lgs. 101/2018);

il Modello di controllo dedicato al presidio dei rischi
connessi alla violazione della normativa antitrust e del-
la normativa poste a tutela dei consumatori. Allo scopo
GORI ha adottato e reso operativo il ‘Modello di Com-
pliance alla normativa Antitrust e a Tutela del Consu-
matore’, sviluppato in coerenza con le best practices e

23



24

/N MODELLO DI ORGANIZZAZIONE,
\¥/ GESTIONE E CONTROLLO

STRUTTURA
DEL SISTEMA DI
CONTROLLO DI GORI

COLLEGIO SINDACALE

CONSIGLIO DI AMMINISTRAZIONE

ORGANISMO DI VIGILANZA

AMMINISTRATORE DELEGATO \ AMMINISTRATORE INCARICATO SCIGR

:

o

0}
01

PRIMO LIVELLO DI CONTROLLO

Funzione di Linea (Risk Owner)
Identificano, valutano, gestiscono e
monitorano i rischi di competenzain
relazione ai quali individuano e at-
tuano specifiche azioni di
trattamento.

> Management Risk Owner

Qi

02

SECONDO LIVELLO DI CONTROLLO

Funzione di Controllo dei Rischi
Monitorano i principali rischi al fine
di assicurare lefficacia e l'efficienza
del trattamento degli stessi.
Forniscono, inoltre, supporto al pri-
mo livello nella definizione e imple-
mentazione di adeguati sistemi di
gestione e controllo dei principali
rischi e dei relativi controlli.

> Ref. Dirigente preposto
> Funzione Risk and Compliace
> Comitati Aziendali

> Altri Presidi di Controllo

03

TERZO LIVELLO DI CONTROLLO

Funzione di Internal Audit

Fornisce assurance indipendente
dulladeguatezza ed effettiva ope-
rativita del primo e secondo livello
controllo e, in generale, sul Sistema
di Controllo Interno e Gestione dei
Rischi.

> Internal Audit

con le Linee Guida per la Compliance Antitrust dell'Au-
torita Garante della Concorrenza e del Mercato (AGCM);

- il Bilancio di Sostenibilita certificato e la Politica di
Sostenibilita Integrata nella quale si richiama la vi-
sion strategica della Societa in materia di sostenibilita
delle proprie attivita al fine di renderle coerenti con gli
Obiettivi di Sviluppo Sostenibile (Sustainable Develop-
ment Goals, SDG) emanati nellAgenda ONU 2030. Gli
obiettivi che GORI si impegna a rispettare sono raccol-
ti in 5 dimensioni d'azione: acqua, persone, comunita,
ambiente ed innovazione;

- il Sistema relativo alla Parita di Genere, certifica-
to come conforme alla prassi di riferimento UNI/PDR
125:2022. La Prassi di Riferimento per la parita di gene-
re prevede la misura, la rendicontazione e la valutazio-
ne dei dati relativi al ‘genere’ con l'obiettivo di colmare
i gap esistenti nonché incorporare il nuovo paradigma
relativo alla parita di genere nella cultura aziendale;

« il Modello di Gestione e Controllo, e le relative proce-
dure, adottate ai sensi della Legge 28 dicembre 2005,
n. 262 Disposizioni per la tutela del risparmio e la disci-
plina dei mercati finanziari. GORI ha recepito ed adotta-
to il Modello di Gestione e Controllo del Gruppo ACEA.
Obiettivo del modello & quello di definire i principi ispi-
ratori per listituzione, la valutazione e il mantenimento
del sistema di controllo interno che sovrintende la re-
dazione del bilancio, al fine di rilasciare le attestazioni
richieste dai commi 2 e 5 dell'art. 154-bis del TUF;

- il Sistema organizzativo e normativo interno, costitu-
ito dallinsieme delle regole, delle politiche, procedure,
istruzioni operative rilevanti ai fini della definizione di
un adeguato quadro di riferimento interno coerente
coniruoli e le responsabilita assegnate;

« il Modello e gli strumenti adottati, in piena conformi-
ta alla normativa vigente, per la gestione delle segna-
lazioni interne ed esterne (whistleblowing), al fine di
consentire a qualsiasi stakeholder, interno o esterno,
la tempestiva segnalazione di possibili violazioni o ille-
citi.

4.1.4 1l Sistema dei Poteri

[l Sistema dei poteri rappresenta uno degli elementi fonda-
mentali del Sistema di Controllo interno e gestione dei ri-
schi(SCIGR). Consapevole di cio, GORI ha adottato un siste-
ma di attribuzione di procure e deleghe volto a garantire lo
svolgimento delle attivita operative societarie e fondato sul
principio in base al quale possono assumere impegni verso
terzi, in nome o per conto della Societa, unicamente i sog-
getti muniti di poteri formalizzati. Nello specifico la Societa
applica i seqguenti principi/elementi di controllo a governo
del Sistema dei poteri:

« Coerenza tra poteri conferiti, processi, organizzazio-
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ne, sistema normativo e competenze detenute dai
soggetti cui i poteri sono attribuiti: i poteri autorizza-
tivi e di firma devono essere coerenti con i processi, le
responsabilita organizzative assegnate, le competen-
ze detenute dal soggetto e le potenziali situazioni di
attenzione rilevate/conflitti di interesse (ad esempio
coerenza tra livello di inquadramento / attivita da svol-
gere / procedure aziendali / profili personali - profes-
sionali / eventuale conflitti di interesse “personali” di-
chiarati dal dipendente e/o funzionali / attribuzione dei
soli poteri strettamente necessari per lo svolgimento
delle responsabilita assegnate);

« Limitazione dei poteri: il conferimento dei poteri av-
viene considerando aspetti quali il monitoraggio di
eventuali situazioni di accentramento dei poteri su un
numero esiguo di procuratori e/o la relativa dispersio-
ne; la limitazione dei poteri oggetto della procura (es.
mediante previsione di soglie in caso di poteri di spesa)
e/o (laddove opportuno) delle modalita di esercizio del
potere (es. firma congiunta);

» Segregazione delle funzioni: il conferimento deve av-
venire ad un soggetto diverso da colui che esegue ope-
rativamente le attivita sottese all'esercizio del potere;

« Pubblicita, trasparenza e affidamento legittimo: i po-
teri devono essere chiaramente definiti e conosciuti
allinterno della Societa al fine di garantire la conoscen-
za ai terzi. Le delibere del Consiglio di Amministrazio-
ne, le procure, ed in generale i poteri di rappresentanza
verso l'esterno, devono essere resi pubblici, nei casi
previsti dalla legge, mediante deposito presso il regi-
stro delle imprese della competente Camera di Com-
mercio. Le procure speciali per il compimento di singo-
li atti, qualora non depositate al registro delle imprese,
devono essere esibite al terzo al compimento dello
specifico atto per il quale sono conferite.

« Osservanza di disposizioni di legge in materia: veri-
fiche di conformita giuridico - legale (es. correttezza
dellinquadramento giuridico e/o finalita normativa per
cui la stessa si rende necessaria), di privacy, etc.

« Tracciabilita: i poteri assegnati e tutte le modifiche/
integrazioni devono essere documentati e archiviati
(anche nel rispetto della normativa di riferimento), in
modo da garantire alloccorrenza una rapida ricostru-
zione ex post del processo di conferimento.

[l Consiglio di Amministrazione di GORI ha nominato 'Ammi-
nistratore Delegato attribuendo allo stesso una serie di po-
teri e l'espressa facolta di conferire procure ai Responsabili
delle Unita aziendali per la gestione ordinaria delle attivita
e con lobbligo di precisare il limite di spesa per ciascuna
procura. Per ulteriori dettagli si fa espresso richiamo all'e-
nucleazione dei poteri depositata in CCIIAA.

Nello specifico le procure organizzative sono accompagna-
te da specifiche lettere di accompagnamento allesercizio
dei poteri (sottoscritte per accettazione dai procuratori
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nominati) dove viene ribadito che i poteri conferiti devono
intendersi esercitabili:

con specifico riferimento alla mission della Unita di ri-
ferimento e, conseguentemente, peril solo compimen-
to di atti intesi alla sua realizzazione in coerenza con
quanto previsto dalla documentazione organizzativa
aziendale e di gruppo vigente (disposizioni organizza-
tive, attribuzioni diincarico etc...);

nel rispetto delliter e dei presidi di controllo - previsti
nelle Politiche, Linee di Indirizzo, Procedure, Istruzioni
ed altre norme aziendali - di riferimento per lo svolgi-
mento dei poteri assegnati;

nellinteresse aziendale e sempre nel rispetto dei limiti
(di spesa e/o materia) riportati nella procura;

nel rispetto dei principi di comportamento e presidi di
controllo previsti nel Modello di Organizzazione, Ge-
stione e Controllo(ex D.Lgs. 231/01e ss.mm.ii.), nel Co-
dice Etico e nella Linea di Indirizzo Anticorruzione della
Societa, nonché ogni altra documentazione aziendale
di riferimento.




IL SISTEMA NORMATIVO
E ORGANIZATIVO

5.1 L'ambiente interno di controllo

5.2 Il Sistema Organizzativo e Normativo

AMBIENTE DI
CONTROLLO E SISTEMA
ORGANIZZATIVO -
NORMATIVO

5.1L'ambiente interno di controllo

Le fondamenta del SCIGR di GORI sono costituite dall'insie-
me di diversi elementi, coerenti tra di loro, che concorrono
in maniera integrata a determinare 'ambiente nel quale le
persone di GORI operano, indirizzandone le attivita, nellam-
bito delle responsabilita attribuite, e favorendo lassunzio-
ne di decisioni consapevoli volte al raggiungimento degli
obiettivi aziendali.

Elementi costituenti dellambiente interno di controllo
sono: l'adozione di principi etici e standard di condotta; I'a-
dozione di strumenti normativi, la diffusione di una cultura
di gestione dei rischi a supporto della crescita, il sistema di
deleghe e poteri e lo sviluppo delle competenze delle Per-
sone che operano dentro GORI.

5.2 Il sistema organizzativo e normativo

[l Sistema Organizzativo definisce larticolazione organiz-
zativa della struttura della Societa, unita, ruoli e posizioni
organizzative, individua i responsabili e descrive le relative
aree di responsabilita assegnate nel rispetto del principio
di segregazione delle strutture organizzative cosi come de-
gli altri principi di compliance e governance, e mappa nel
continuo linsieme dei processi e delle correlate attivita
aziendali (Business Process Model o BPM).

[I Sistema Organizzativo di GORI & caratterizzato da una pre-
cisa definizione delle competenze e dei compiti di ciascuna
unita aziendale. La documentazione di cui la Societa si e
dotata per rappresentare il proprio sistema organizzativo
include, a titolo esemplificativo, quanto di sequito indicato:

« Organigramma;

« Disposizioni Organizzative (Documenti descrittivi dei
ruoli e delle responsabilita chiave);

«  Attribuzioni d'Incarico;

- Sistema dei poteri(procure e deleghe aziendali);
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«  Comunicazioni Organizzative;
«  Comunicazioni al Personale;

«  Comunicati
«  Disposizioni in materia di Compliance e Sistemi di Ge-
stione.

La regolamentazione concernente la struttura e liter di la-
vorazione dei documenti del Sistema Organizzativo & com-
piutamente descritta nella procedura GORI ‘Gestione deqli
strumenti del sistema organizzativo aziendale'.

[l Sistema Normativo e costituito dal complesso degli
strumenti normativi che disciplinano le attivita, i processi
aziendali, le varie responsabilita, i flussi informativi e i punti
di controllo. Il Sistema Normativo di GORI e strutturato in
una logica gerarchica, in modo da garantire che gli stru-
menti di livello inferiore siano coerenti con i principi e le
norme definite nei documenti dirango superiore. Il Sistema
Normativo di GORI si articola nei sequenti documenti:

« Documentiistituzionali(es. Statuto)

- Codici(es. Codice Etico)

«  Modelli (es. Modello 231, Modello di Compliance Anti-
trust,..)

+ Regolamenti

«  Politiche(es. Politiche Sistemi di Gestione, Politica An-
ticorruzione,...)

« Lineedilndirizzo

«  Manuali Sistemi di Gestione

+  Procedure

+ Regolamenti gestionali

« lstruzioni

«  Modulistica
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STRUTTURA
DEL SISTEMA
NORMATIVO DI GORI

Il Sistema Normativo di GORI si articola in 4 livelli gerarchici, in
modo tale da garantire che gli strumenti di livello inferiore siano
coerenti con le norme aziendali di rango superiore.

PRIMO LIVELLO

Insieme dei documenti che ispirano l'intero Sistema Norma-
tivo (es. Codice Etico, Modello 231). Definiscono le regole di
governo nonché i principi etici, le regole di buona condotta,
le normative ed i valori della Societa.

SECONDO LIVELLO

Documenti che identificano politiche, principi di comporta-
mento e di controllo da adottare per ogni macroprocesso /
tematica di compliance e di governance.

TERZO LIVELLO

Documenti (es. procedure) che disciplinano ruoli, responsa-
bilita, attivita operative / controlli e flussi di comunicazione
di un singolo processo o fasi di questo o regolamentano am-
biti gestionali e di conformita.

QUARTO LIVELLO

Documenti (es. istruzioni) che definiscono il dettaglio delle
modalita operative con cui le attivita devono essere svolte.

DECLINAZIONE ED EMISSIONE DEI CONTENUTI

Per la declinazione dei contenuti ed emissione dei documenti
nellambito del Sistema Normativo sono previsti i sequenti step
operativi: redazione, verifica, approvazione e pubblicazione.

REDAZIONE VERIFICA APPROVAZIONE PUBBLICAZIONE




IL MODELLO GORI S.p.a.

6.1 Natura e Fonti del Modello: Linee guida delle
Associazioni di categoria

6.2 Obiettivi di Modello

6.3 La struttura e la costruzione del Modello

6.4 Principi generali del Modello

6.5 Adozione, modifiche e aggiornamento del Modello

6.6 |l Codice Etico

6.7 Gestione dei flussi finanziari

IL MODELLO 231 DI
GORI S.P.A.

6 Il Modello di Gori S.p.a.

GORI, in coerenza con il proprio impegno nella creazione e
nel mantenimento di una governance in linea con i piu ele-
vati standard etici, nonché al fine di garantire una efficiente
gestione delle proprie attivita in conformita alla normativa
vigente e di rendere piu efficace il proprio sistema di con-
trollo e governo dei rischi, nel maggio 2010 ha approvato il
primo ‘Modello di Organizzazione, Gestione e Controllo’ex D.
Lgs. 231/01e nominato I'Organismo di Vigilanza.

GORI garantisce la costante attuazione e laggiornamento
del ‘Modello’, secondo la metodologia indicata dalle Linee
Guida di Confindustria e dalle best practice di riferimento.

6.1Natura e Fonti del Modello: Linee guida delle
Associazioni di categoria

Il presente ‘Modello’ costituisce regolamento interno di
GORIvincolante perlamedesima e siispiraalle “Linee Guida
per la costruzione dei Modelli di Organizzazione, Gestione e
Controllo” ai sensi del Decreto Legislativo 8 giugno 2001, n.
231 di Confindustria, nonché al Codice di comportamento
emanato da Confservizi e predisposto sulla base delle risul-
tanze della c.d. mappatura dei rischi.

[l Decreto dispone che i’'Modelli 231 possano essere adottati
sulla base di “linee guida generali”(definite anche “Codici di
Comportamento”) redatte dalle Associazioni di categoria e
comunicate al Ministero della Giustizia, purché garantisca-
no le esigenze indicate dall'articolo 6, comma 2 del Decreto.
Anche se il Decreto non riconduce espressamente a tali
linee guida un valore regolamentare vincolante o presun-
tivo™, e di tutta evidenza come una corretta e tempestiva
applicazione di esse sia un punto di riferimento per le deci-
sioni giudiziali in materia.
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Nel caso di specie, sono state prese in considerazione le
linee guida sviluppate e pubblicate da Confindustria®™, che
possono essere schematizzate secondo i seguenti punti
fondamentali:

« individuazione delle aree di rischio, volta a verificare
in quale area/settore aziendale sia possibile la realiz-
zazione degli eventi pregiudizievoli previsti dal D. Lgs.
231/01;

« predisposizione di un sistema di controllo in grado di
prevenire i rischi attraverso I'adozione di appositi pro-
tocolli.

Le componenti piu rilevanti del sistema di controllo ideato
da Confindustria sono:

A. Codice etico/di comportamento;

B. Sistema organizzativo, Procedure manuali ed
informatiche;

Poteri autorizzativi e di firma;
Sistemi di controllo e gestione;

Comunicazione al personale e sua formazione;

mom oo

Meccanismi disciplinari.

Le componentidel sistema di controllo aziendale, pertanto,
sono ispirate ai seguenti principi:

A. Verificabilita, Documentabilita, Coerenza e Congruen-
za di ogni operazione;

“Infatti, la legge non prevede né un obbligo di adozione delle Linee Guida da parte degli enti aderenti alla Associazione di categoria né una presunzione per i giudici in sede

di giudizio.

®“Linee Guida per la costruzione dei Modelli di Organizzazione, Gestione e Controllo” ai sensi del Decreto Legislativo 8 giugno 2001, n. 231di Confindustria, giugno 202.
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B. Applicazione del principio di Segregazione delle fun-
zioni;

C. Applicazione di regole e criteri improntati a principi di
trasparenza;

D. Previsione di un adeguato sistema sanzionatorio per la
violazione delle norme del codice etico e delle proce-
dure previste dal ‘Modello’;

E. Individuazione dei requisiti dell'Organismo di Vigilanza
e dei suoi componenti.

Sebbene l'adozione del ‘Modello’ rappresenti una facolta e
non un obbligo'™, GORI S.p.A. ha deciso di procedere allela-
borazione e alla costruzione del presente ‘Modello’ con il du-
plice scopo diadequarsi alle finalita di prevenzione indicate
dal legislatore e di proteggere gli interessi dellAzienda nel
suo insieme dagli effetti negativi derivanti da una inopinata
applicazione di sanzioni.

La Societa ritiene, inoltre, che l'adozione del ‘Modello’ co-
stituisca un'opportunita importante di verifica, revisione ed
integrazione dei processi decisionali ed operativi aziendali,
nonché dei sistemi di controllo dei medesimi, rafforzando
l'immagine di correttezza e trasparenza alla quale & orien-
tata l'attivita aziendale.

6.2 Obiettivi del Modello

Con l'adozione del ‘Modello’, GORI si pone l'obiettivo princi-
pale di disporre di un sistema strutturato di procedure e
controlli che riduca, nelle aree aziendali individuate come
“a rischio reato” (di sequito anche ‘Processi’ o ‘Aree a ri-
schio’), il rischio di commissione dei reati rilevanti ai sensi
del D. Lgs. 231/01 e degliilleciti in genere.

Infatti, la commissione di tali reati e di comportamenti ille-
citi in genere, pur se posta in essere nellinteresse o a van-
taggio della Societa, &, comunque, assolutamente contra-
ria alla volonta di quest'ultima e comporta in ogni caso un
notevole danno per 'Azienda, esponendola a sanzioni inter-
dittive e/o pecuniarie ovvero a rilevanti danni dimmagine.

[l 'Modello’, quindi, predispone gli strumenti per il monito-
raggio delle ‘aree a rischio’, e delle attivita operative fun-
zionali o strumentali alla commissione di illeciti rilevanti ai
sensi del Decreto (‘attivita sensibili’), al fine di permettere
un'efficace prevenzione dei comportamenti illeciti e assi-
curare un tempestivo intervento aziendale nei confronti di
atti posti in essere in violazione delle regole aziendali, non-
ché per garantire l'adozione dei necessari provvedimenti
disciplinari di natura sanzionatoria e repressiva.

Scopo del'Modello’ &, pertanto, la costruzione di un sistema
strutturato ed organico di principi di comportamento - al-
tresi contenuti all'interno di un sistema di regolamentazio-

ne aziendale (procedure, linee guida, regolamenti etc.) - ed
attivita di controllo che abbia come obiettivo la prevenzio-
ne, per quanto possibile, dei reati di cui al D. Lgs. 231/01 nel-
le aree arischio’ individuate.

L'adozione del sistema di regolamentazione aziendale,
quindi, deve condurre, da un lato, a determinare piena con-
sapevolezza nel potenziale autore del reato di commettere
unillecito condannato e contrario agli interessi di GORI (an-
che nellipotesi in cui quest'ultima potrebbe, in via teorica,
trarne un vantaggio) e, dallaltro, consentire a GORI, grazie
ad un monitoraggio costante dellattivita, di poter interve-
nire tempestivamente nel prevenire o impedire la commis-
sione del reato ‘presupposto’.

[l presente ‘Modello’, pertanto, si pone i seguenti obiettivi:

A. prevenzione del rischio di commissione di reati ed ille-
citiamministrativi teoricamente realizzabili nellambito
dell'attivita della Societa;

B. conoscenza delle aree e processi aziendali e delle atti-
vita che presentano un rischio di realizzazione di reati
rilevanti per la Societa (aree a rischio ed attivita sen-
sibili);

C. conoscenza delle regole che disciplinano le attivita a
rischio;

D. adeguata ed effettiva informazione dei destinatari in
merito alle modalita e procedure da sequire nello svol-
gimento delle attivita a rischio;

E. consapevolezza circa le conseguenze sanzionatorie
che possono derivare ai soggetti autori del reato o alla
Societa per effetto della violazione di norme di legge, di
regole o di disposizioni interne della Societa;

F. diffusione, acquisizione personale e affermazione
concreta di una cultura dimpresa improntata alla
legalita, nellaconsapevolezzadell'espressariprovazione
da parte della Societa di ogni comportamento contrario
alla legge, ai regolamenti, alle indicazioni delle autorita
di vigilanza e controllo, alle disposizioni interne g, in
particolare, alle disposizioni contenute nel presente
‘Modello’;

G. diffusione, acquisizione personale e affermazione
concreta di una cultura del controllo, che deve
presiedere al raggiungimento degli obiettivi che, nel
tempo, la Societa - esclusivamente sulla base delle
decisioni regolarmente assunte degli organi sociali
competenti - si pone;

H. esistenza di una chiara attribuzione dei poteri e di un
adeguato sistema dei controlli.

Nella previsione legislativa l'adozione di un Modello di Organizzazione, Gestione e Controllo & prospettata in termini di facoltativita, non di obbligatorieta. Ed infatti, la sua
mancata adozione non e soggetta ad alcuna sanzione, anche se di fatto & necessaria ai fini del beneficio dellesimente ex D.Lgs. 231/01.

6.3 La struttura e la costruzione del Modello

La Societa ha provveduto, nel tempo, ad aggiornare il pre-
sente ‘Modello’ per garantire lallineamento rispetto alla
struttura aziendale ed alla normativa pro tempore vigente.
In particolare, la Societa ha ritenuto di non limitarsi, in cor-
rispondenza delle varie revisioni, ad un aggiornamento sic
et simpliciter del'Modello’, bensi di procedere, ogni volta, ad
una rielaborazione dello stesso sulla base delle risultanze
del Risk Assessment aggiornato, delle evoluzioni normative
ed organizzative e dei cambiamenti di contesto.

[I’'Modello’ € costituito dalla presente Parte Generale, dalla
Parte Speciale” e dagli Allegati. Costituiscono altresi parte
integrante e sostanziale del presente ‘Modello’ tutti i docu-
menti del‘Sistema Normativo' e del ‘Sistema Organizzativo’
aziendale.

L'elaborazione del ‘Modello’ e la definizione delle sue carat-
teristiche sono state precedute dalla analisi preliminare:

- delle caratteristiche organizzative della Societa;

- dellatipologia e caratteristiche del settore in cui la So-
cieta opera;

- della normativa di riferimento e dei rischi riconducibili
al settore economico di appartenenza.

Al fine di determinare i profili di rischio potenziale per GORI,
ai sensi della disciplina dettata dal Decreto:

- sono stati individuati i macro-processi/processi e le
sottostanti attivitd/aree a rischio reato’, attraverso l'e-
same del Business Process Model, dellorganigramma
aziendale e della regolamentazione interna esistente
in GORI. Si e condotta, quindi, unanalisi puntuale dei
processi aziendali, anche attraverso incontri specifici
per materia/area di competenza effettuati con sogget-
ti afferenti alle varie Unita aziendali, al fine di valutare il
sistema di controllo e i fattori di rischio presenti all'in-
terno di ciascuna area a rischio;

« sono state accertate, tra le funzioni svolte da ciascu-
na struttura aziendale, le singole attivita sensibili ex D.
Lgs. 231/01, ovvero quelle attivita che possono costi-
tuire, in via potenziale, loccasione per la realizzazione
delle condotte illecite previste dal Decreto.

6.4 Principi generali del Modello

Ai fini indicati nel paragrafo precedente, la Societa adottae
attua, adeguandole costantemente, scelte regolamentari,
organizzative e procedurali efficaci per:

- assicurare che il personale aziendale, di qualsivoglia
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livello, sia assunto, diretto e formato secondo i criteri
espressi nel ‘Codice Etico’ e nella’Linea di Indirizzo An-
ticorruzione’ della Societa, i principi e le previsioni del
presente ‘Modello’, e in puntuale conformita alle norme
di legge in materia, in particolare allarticolo 8 dello
Statuto dei Lavoratori;

favorire la collaborazione alla piu efficiente, costante e
diffusa realizzazione del’Modello’ da parte di tutti i sog-
getti che operano nellambito della Societa o con essa,
garantendo la tutela e la riservatezza circa l'identita di
coloro che forniscono informazioni atte ad identificare
comportamenti difformi da quelli prescritti;

garantire che la ripartizione di poteri, competenze,
funzioni, mansioni e responsabilita dei singoli soggetti
operanti nella Societa e la loro collocazione allinterno
dellorganizzazione aziendale siano conformi a principi
di trasparenza, chiarezza, verificabilita e siano sempre
coerenticonl'attivitain concreto svoltanellaSocieta. In
tal senso, il sistema delle procure e delle deleghe deve
contenere la precisa indicazione dei poteri attribuiti,
anche di spesa o finanziari, e dei limiti di autonomia;

sanzionare comportamenti, da qualsivoglia motivo
ispirati, che costituiscano un oggettivo superamento
delle competenze, attribuzioni e poteri di ciascun sog-
getto, come determinati dalla legge e dalle regole che
siapplicano alla Societa;

prevedere che la determinazione degli obiettivi del-
la Societa ovvero dei singoli Destinatari, a qualunque
livello organizzativo e rispetto a ciascun settore orga-
nizzativo, risponda a criteri realistici e di obiettiva re-
alizzabilita;

rappresentare e descrivere le attivita svolte dalla So-
cieta, la sua articolazione funzionale, 'organizzazione
aziendale, nonché i rapporti con le Autorita di Vigilanza
e Controllo, con le societa del Gruppo o con altri enti,
in documenti attendibili e corretti, redatti sotto la re-
sponsabilita di persone chiaramente individuabili e
tempestivamente aggiornati;

attuare programmi di formazione e aggiornamento,
con lo scopo di garantire leffettiva conoscenza del
‘Codice Etico’ e del 'Modello’ da parte di tutti coloro che
operano nella Societa o con essa, nonché da parte di
tutti i soggetti che siano direttamente o indirettamen-
te coinvolti nelle attivita e nelle operazioni a rischio;

individuare modalita di gestione delle risorse finanzia-
rie idonee ad impedire la commissione dei reati.

"Nella Parte speciale sono indicati macro-processi/processi/attivita sensibili e relativi principi di comportamento e standard di controllo.
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6.5 Adozione, modifiche e aggiornamento del
Modello

[l 'Modello’ & stato espressamente costruito per GORI sulla
base della situazione attuale delle attivita aziendali e dei
processi operativi.

Esso & uno strumento dinamico e corrispondente alle esi-
genze di prevenzione e controllo aziendale. In tale conte-
sto, sirenderanecessario procedere alla predisposizione di
modifiche e/o integrazioni del ‘Modello’ e della documenta-
zione ad esso allegata laddove intervengano:

- novita legislative con riferimento alla disciplina della
responsabilita degli enti per gli illeciti amministrativi
dipendenti da reato;

. cambiamenti significativi della struttura organizzativa
o dei settori di attivita della Societa;

- ove siriscontrino significative violazioni o elusioni del
‘Modello’ e/o criticita che ne evidenzino I'inadeguatez-
zal/inefficacia, anche solo parziale.

[l Consiglio di Amministrazione & competente e responsa-
bile delladozione del presente ‘Modello’. Le integrazioni,
modifiche e aggiornamenti sono approvate dal Consiglio di
Amministrazione o dallAmministratore Delegato, secondo
le distinzioni di sequito riportate:

- le integrazioni, modifiche e aggiornamenti relative ai
Capitoli 6, 7, 8, 9 e 11 della Parte Generale, nonché re-
lative alla Parte Speciale e ai relativi Allegati sono ap-
provate dal Consiglio di Amministrazione;

- le integrazioni, modifiche e aggiornamenti relative ai
Capitoli1, 2, 3, 4,5 e 10 della Parte Generale sono inve-
ce approvate dallAmministratore Delegato, il quale ne
da informativa al Consiglio di Amministrazione e all'Or-
ganismo di Vigilanza.

[l Consiglio puo inoltre conferire mandato allAmministrato-
re Delegato per apportare al Modello ed alla documentazio-
ne ad esso allegata gli adeguamenti e/o aggiornamenti, an-
che se relativi ai Capitoli 6, 7, 8, 9 e 11 della Parte Generale,
nonché relative alla Parte Speciale e ai relativi Allegati, che
si rendano necessari a sequito di modifiche legislative co-
genti, oppure a seguito di modifiche non sostanziali®® della
struttura organizzativa e delle attivita della Societa; di tali
adeguamenti e/o aggiornamenti occorrera dare informati-
va al Consiglio di Amministrazione e all'Organismo di
Vigilanza.

L'Amministratore Delegato, con il supporto delle compe-
tenti strutture organizzative, pud apportare altresi in ma-

niera autonoma modifiche meramente formali™® al ‘Modello’
ed alla documentazione ad esso allegata, dandone altresi
informativa al Consiglio di Amministrazione e allOrganismo
di Vigilanza.

Inoltre, la Societa medesima, attraverso le articolazioni
organizzative a cio preposte, elabora e apporta tempesti-
vamente le modifiche delle procedure e degli altri elementi
del sistema di controllo interno, ove tali modifiche appaia-
no necessarie per l'efficace attuazione del'Modello’, dando-
ne comunicazione all'Organismo di Vigilanza.

Quest'ultimo, in particolare, deve prontamente segnalare,
in forma scritta, al Presidente del Consiglio di Amministra-
zione e allAmministratore Delegato, che ne dovranno dare
informativa al C.d.A., i fatti che suggeriscono l'opportunita
o la necessita di modifica o revisione del ‘Modello'.

Aifini dellaggiornamento ovvero della modifica del presen-
te ‘Modello’, le strutture organizzative preposte sottopon-
gono al Consiglio di Amministrazione di GORI i risultati delle
attivita di assessment condotte; quest’ultimo approva i ri-
sultati e le azioni da disporre.

La Societa - consapevole dellimportanza di adottare un si-
stema di controllo nell'ottica della liceita e della correttez-
za della conduzione di ogni attivita aziendale - garantisce
la funzionalita, l'aggiornamento e la costante attuazione
del 'Modello’ secondo quanto previsto dalle best practice
di settore, ovvero dalle Linee Guida di Confindustria e dai
relativi aggiornamenti, tenendo in debita considerazione
anche i pronunciamenti giurisprudenziali relativi alle appli-
cazioni concrete del Decreto.

6.6 Il Codice Etico

[I'Codice Etico’ della Societa costituisce il fondamento es-
senziale del presente ‘Modello’ e le disposizioni di quest'ulti-
mo si integrano con quanto previsto nel ‘Codice’.

[l 'Codice Etico’ & uno strumento volontario di autoregola-
mentazione attraverso il quale GORI afferma e declina i va-
lori, i principi e gli standard comportamentali che ispirano
I'agire proprio e degli stakeholders.

Esso mira a raccomandare, promuovere o vietare deter-
minati comportamenti, al di la ed indipendentemente da
quanto previsto a livello normativo, definendo i principi di
"deontologia aziendale” che la Societa riconosce come pro-
pri e sui quali richiama l'osservanza di tutti i destinatari.

Per GORI l'adozione di principi etici condivisi costituisce un
elemento essenziale del sistema di controllo interno, an-
che ai fini della prevenzione dei reati. In tal senso, le regole
comportamentali enunciate nel‘Codice Etico’ rappresenta-

8 A titolo esemplificativo, e non esaustivo, siintendono per modifiche significative: integrazione di processi/attivita a rischio o aggiornamenti che comportino I'eliminazio-
ne/integrazione/aggiornamento degli standard di controllo citati nel Modello parte speciale.

®Con riferimento alla “mera formalita” delle modifiche, si richiede che tali modifiche non abbiano impatti sostanziali sulle previsioni dei documenti interessati e non abbiano
come effetto la riduzione od ampliamento dei contenuti(in tal senso possono, in via esemplificativa, considerarsi meramente formali: le correzioni di refusi ed errori mate-
riali, l'aggiornamento o correzione di rinvii ad articoli di legge e della mera denominazione di Unita aziendali).

no un riferimento di base cui i Destinatari devono attenersi
nello svolgimento delle proprie attivita aziendali.

[l 'Codice Etico’ e frutto di un processo di confronto e con-
divisione interna ed & adottato con deliberazione del Consi-
glio di Amministrazione di GORI. La sua osservanza, da par-
te degli amministratori, dei sindaci, del management e dei
dipendenti, nonché di tutti coloro, compresi collaboratori e
fornitori, che operano per il conseguimento degli obiettivi
aziendali, e ritenuta di importanza fondamentale per l'effi-
cienza, l'affidabilita e la reputazione di GORI.

[l Comitato ‘Etica, Diversita, Inclusione ed Uguaglianza’ vi-
gila sulladeguatezza del Codice Etico e sulla sua effettiva
attuazione.

L'OdV esplica le funzioni di vigilanza per le violazioni del Co-
dice correlate e rilevanti ai fini del D. Lgs. 231/01.

Le Unita con funzioni di audit interno, risk e compliance
supportano il ‘Comitato’ e 'OdV nelle attivita di monitorag-
gio sulla concreta attuazione del ‘Codice’, anche in coordi-
namento con altre Unita aziendali competenti.

Per garantire l'efficace attuazione del ‘Codice Etico’ e del
‘Modello’, i principi e le regole di comportamento ivi richia-
mati devono essere oggetto di conoscenza e consape-
volezza da parte dei Destinatari. Pertanto, GORI cura, con
particolare attenzione, la loro diffusione allinterno e all'e-
sterno dell'organizzazione e realizza costantemente attivita
formative indirizzate alle persone che operano per perse-
guire gli obiettivi della Societa.

GORI, inoltre, favorisce losservanza del ‘Codice Etico’
anche attraverso ladozione di adeguati strumenti e
procedure di informazione, prevenzione e controllo allo
scopo di assicurare la trasparenza e la conformita delle
attivita e dei comportamenti posti in essere rispetto ai
principi e ai valori in esso contenuti intervenendo, se del
caso, con azioni correttive.

6.7 Gestione dei flussi finanziari

La gestione dei flussi finanziari avviene nel rispetto dei
principi di tracciabilita e di documentabilita delle operazio-
ni effettuate, nonché di coerenza coni poteri e le responsa-
bilita assegnate.

Il sistema di controllo di gestione della Societa prevede
meccanismi di verifica della gestione delle risorse che de-
vono garantire, oltre che la verificabilita e tracciabilita delle
spese, lefficienza e l'economicita delle attivita, mirando ai
seguenti obiettivi:

- definire in maniera chiara, sistematica e conoscibile le
risorse - monetarie e non - a disposizione delle singole
posizioni ed Unita aziendali ed il perimetro nellambito
del quale tali risorse possono essere impiegate, attra-
verso la programmazione e la definizione del budget;

- rilevare glieventualiscostamentirispettoa quanto pre-
definitoin sede di pianificazione, analizzarne le cause e
riferire i risultati delle valutazioni agli appropriati livelli
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gerarchici per gli opportuni interventi diadeguamento,
attraverso la relativa consuntivazione;

« individuare tempestivamente, attraverso attivita di
monitoraggio, eventuali anomalie di processo, al fine
di effettuare gli opportuni approfondimenti e porre in
essere le azioni correttive eventualmente opportune.

Qualora dovessero emergere scostamenti dal budget o ano-
malie di spesa non debitamente motivati, 'Unita deputata
al controllo di gestione & tenuta ad informare i vertici azien-
dali e, qualora siano da ritenersi significative anche con ri-
ferimento ai contenuti del Decreto, '0dV.
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7.1 Comunicazione e Formazione sul Modello

COMUNICAZIONE,
FORMAZIONEE
DIFFUSIONE DEL
MODELLO

7.1 Comunicazione e Formazione sul Modello

Affinché il’'Modello’ sia un costante riferimento nelle attivita
aziendali nonché uno strumento per la diffusione e sensibi-
lizzazione dei Destinatari in materia, lo stesso deve essere
oggetto di ampia attivita di comunicazione e formazione.

I membridel Consiglio di Amministrazione, con dichiarazio-
ne resa anche nellambito della deliberazione di adozione o
di aggiornamento del ‘Modello’, affermano di conoscerne i
contenuti e di impegnarsi a rispettarli.

Inoltre, GORI ha previsto che i contenuti generali e specifici
del‘Modello’ siano oggetto di comunicazione a tutti i dipen-
denti al momento della sua approvazione, ai nuovi dipen-
denti al momento dell'assunzione e ai fornitori e collabora-
tori al momento della stipula del contratto. Nello specifico,
le competenti Unita aziendali forniscono ai terzi con i quali
intrattengono rapporti di collaborazione professionale in-
formativa sulladozione del Modello ex D. Lgs. 231/01.

E prevista, altresi, la pubblicazione dello stesso e del Codi-
ce Etico all'interno della intranet e in apposita sezione onli-
ne del sito web istituzionale della Societa?.

In aggiunta, e prevista un‘attivita di formazione, sia periodi-
ca che ad evento, gestita dalle competenti Unita aziendali,
avente come obiettivo quello di garantire la conoscenza e
la consapevolezza circa il ‘Modello’ adottato dalla Societa.
In tale contesto, le competenti Unita aziendali predispon-
gono specifici piani formativi tenendo in considerazione,
tra gli altri, il target, i contenuti, gli strumenti ed i tempi di
erogazione.

Con particolare riferimento alla formazione “ad evento”,
questa ¢ attivata, a titolo esemplificativo, in caso di esten-
sione della responsabilitaamministrativa degli Entia nuove
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tipologie di reati, nonché in caso di modifiche e/o aggior-
namenti. Inoltre, viene erogata specifica formazione ai
neoassunti, o sulla base delle necessita, agli altri soggetti
coinvolti.

Tale attivita formativa prevede differenti modalita di eroga-
zione, sia mediante il supporto di strumenti informatici(ad
es.: intranet aziendale, corsi on-line, e-learning), sia attra-
verso appositi corsi di formazione in aula differenziata sulla
base dei destinatari finali (qualifica, funzioni di rappresen-
tanza, etc).

E fatto obbligo nei confronti dei responsabili delle Unita
della Societa di diffondere e vigilare sullosservanza del pre-
sente Modello.

20Si procede alla pubblicazione della ‘Parte Generale’ del Modello. La pubblicazione della ‘Parte Speciale’ e degli allegati puo essere semplificata per una maggiore fruibilita

da parte dei terzi.



MODELLO E SOCIETA
DEL GRUPPO

8.1La Responsabilita 231 nel contesto dei gruppi societari

8.2 Prestazioni di servizi infragruppo

IL MODELLO 231 NEL
CONTESTO DEI GRUPPI
SOCIETARI

8.1La Responsabilita 231 nel contesto dei gruppi so-
cietari

[l Decreto 231, prevedendo di fatto un criterio di imputazio-
ne ancorato al singolo ente, non affronta espressamente gli
aspetti connessi alla responsabilita amministrativa degli
enti nel contesto dei Gruppi societari e la connessa poten-
ziale estensione, alla holding o0 ad altre societa appartenen-
ti al Gruppo, della responsabilita 231 conseguente allac-
certamento di un reato commesso da una delle societa del
Gruppo.

La dottrina, la giurisprudenza e le Linee Guida delle asso-
ciazioni di categoria sono intervenute nel tempo per colma-
re il vuoto normativo del Decreto, anche in considerazione
degli eventi storici verificatisi che hanno visto in alcuni casi
delle contestazioni“231"alivello di Gruppo societario e della
necessita di individuare il fondamento giuridico al fenome-
no della c.d. “risalita di responsabilita”.

Nello specifico, le Linee Guida Confindustria? prevedono
che "il gruppo non puo considerarsi diretto centro di impu-
tazione della responsabilita da reato e non é inquadrabile
tra i soggettiindicati dallart. 1del Decreto. Lo schermo della
distinta personalita giuridica delle societa che lo compongo-
no rimane un dato insuperabile. Pertanto, non si puo in alcun
modo affermare una responsabilita diretta del gruppo ai sen-
sidel Decreto. Al contrario, gli entiche compongono il gruppo
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possono rispondere in dipendenza dei reati commessi nello
svolgimento dellattivita diimpresa. E dunque pit corretto in-
terrogarsi sulla responsabilita da reato nel gruppo”.

Secondo la giurisprudenza, la possibilita che la holding o
altre societa del gruppo possano rispondere ai sensi del
D.Lgs. 231/2001 per un reato commesso da societa appar-
tenenti al medesimo Gruppo sarebbe ancorata alla prova di
un preciso coinvolgimento dei soggetti appartenenti alla
holding? o ad altre societa del Gruppo nella consumazione
dei reati presupposto, nonché della sussistenza di un inte-
resse e vantaggio, verificati in concreto, intesi come lotte-
nimento di una potenziale o effettiva utilita, ancorché non
necessariamente di carattere patrimoniale, derivante dalla
commissione del reato presupposto?.

Ed infatti, dottrina e giurisprudenza maggioritaria, oltre le
stesse Linee Guida di Confindustria, sottolineano come il
Gruppo dimpresa, unitariamente considerato, non possa di
per sé rappresentare un centro dimputazione diretto della
responsabilita da reato ex D.Lgs. 231/01, si da non rientrare
nel novero degli Enti di cui allart. 1del D.Lgs. 231/01¢€, con-
seguentemente, va escluso che la Holding possa rivestire
una posizione di garanzia (non ricadendo sulla stessa alcun
obbligo d'impedire l'evento, ex art. 40 comma 2 c.p.) rispet-

' Linee Guida per la costruzione di modelli di organizzazione, gestione e controllo, versione aggiornata al 2021, Parte Generale, cap. V “La responsabilita da reato nei gruppi

diimprese”

22| coinvolgimento potrebbe essere comprovato, a titolo esemplificativo e non esaustivo, dall'esistenza di direttive penalmente illegittime impartite dalla controllante o dal-
la coincidenza tra i membri dellorgano di gestione e/o i soggetti apicali della holding e quelli della controllata(c.d. interlocking directorates). Nello specifico le Linee Guida di
Confindustria prevedono che “... la holding/controllante potra essere ritenuta responsabile per il reato commesso nellattivita della controllata qualora:

« sia stato commesso un reato presupposto nellinteresse o vantaggio immediato e diretto, oltre che della controllata, anche della controllante;

- persone fisiche collegate in via funzionale alla controllante abbiano partecipato alla commissione del reato presupposto recando un contributo causalmente rilevante in
termini di concorso (v. da ultimo Cass., Il Sez. pen., sent. n. 52316 del 201646), provato in maniera concreta e specifica. Ad esempio, possono rilevare: - direttive penalmente
illegittime, se i lineamenti essenziali dei comportamenti delittuosi realizzati dai compartecipi siano desumibili in maniera sufficientemente precisa dal programma fissato
dai vertici; - coincidenza tra i membri dellorgano di gestione della holding e quelli della controllata (cd. interlocking directorates) ovvero pitt ampiamente tra gli apicali:
aumenta il rischio di propagazione della responsabilita all'interno del gruppo, perché le societa potrebbero essere considerate soggetti distinti solo sul piano formale”.

2 Ex multis, Cass. Pen., sentenze n. 24583/2011; n. 4324/2012; n. 2658/2014.
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to alle condotte poste in essere dalle controllate.

Proprio per il fatto che le societa che compongono il Grup-
po sono dotate di una autonoma e distinta personalita giu-
ridica rispetto a tutte le altre societa viene radicalmente
esclusa una qualsivoglia responsabilita diretta, ex D.Lgs.
231/01, del Gruppo dimpresa unitariamente inteso: nessun
automatismo, quindi, tra responsabilita 231ed appartenen-
za ad un Gruppo d'impresa tanto che al riguardo si parla di
Responsabilita ex D.Lgs. 231/01 "nel” Gruppo piuttosto che
“di” Gruppo.

Pertanto, la giurisprudenza di legittimita ha piu volte statu-
ito come il Giudice, ai fini della individuazione delle relative
responsabilita penali, sia chiamato ad accertare in concre-
to, “caso per caso’, la sussistenza dei criteri d'imputazione
soggettivi (l'esistenza di un rapporto organico con I'Ente
cioé a dire deve concorrere nella commissione del reato da
parte della controllata una persona fisica connessa funzio-
nalmente alla Holding attraverso un contributo causale rile-
vante alla realizzazione del reato stesso) ed oggettivi(andra
provato che il reato oltre nellinteresse o a vantaggio della
controllata realizza in via immediata analogo interesse e
vantaggio anche perla controllante, non essendo sufficien-
te un generico riferimento allinteresse di Gruppo).

Pertanto, non & possibile desumere automaticamente lare-
sponsabilita delle societa controllate dalla mera esistenza
del rapporto di controllo o di collegamento all'interno di un
gruppo di societa. Il giudice deve esplicitamente individua-
re e motivare la sussistenza dei criteri di imputazione della
responsabilita da reato anche in capo alle controllate. A tal
proposito la giurisprudenza di legittimita ha precisato che
“qualora il reato presupposto sia stato commesso da una so-
cieta facente parte di un gruppo o di una aggregazione di im-
prese, la responsabilita pud estendersi alle societa collegate
solo a condizione che allinteresse o vantaggio di una societa
si accompagni anche quello concorrente di altra societa e la
persona fisica autrice del reato presupposto sia in possesso
della qualifica soggettiva necessaria, ai sensi dellart. 5 del.
D.Lgs. n. 231/2001, ai fini della comune imputazione dell’ille-
cito amministrativo da reato. Non si pud, con un inaccettabi-
le automatismo, ritenere che l'appartenenza della societa a
un gruppo di per sé implichi che le scelte compiute, ad esem-
pio, dalla controllata perseguano un interesse che trascende
quello proprio, essendo piuttosto imputabile allintero rag-
gruppamento o alla sua controllante o capogruppo™.

Le Linee Guida di Confindustria chiariscono inoltre che im-
putare alla holding laresponsabilita peril reato della societa
controllata, qualificando i vertici della prima come ammini-
stratori di fatto della seconda & un principio non configu-
rabile nella fisiologia dei gruppi: “La gestione e il controllo,
cuilarticolo 5 del decreto 231siriferisce nell'individuare l'am-

ministratore di fatto, possono solo genericamente e in modo
atecnico identificarsi nella direzione e coordinamento che la
controllante esercita nei confronti della controllata. Ma so-
prattutto, le singole societa del gruppo, in quanto giuridica-
mente autonome, non possono qualificarsi come “unita orga-
nizzative della controllante, dotate di autonomia finanziaria
e funzionale”.

Nellambito dei vari elementi individuati per mitigare i rischi
rilevanti ex Decreto all'interno dei gruppi, le Linee Guida
sopracitate suggeriscono che ciascuna entita societaria si
doti di un proprio autonomo Modello organizzativo e nomini
un proprio Organismo di Vigilanza.

Le Linee Guida suggeriscono, inoltre, (i) che il Modello or-
ganizzativo della holding tenga conto dei processi integrati
che includono lattivita di piu societa del gruppo e delle at-
tivita destinate a confluire in un esito unitario?; (ii) di pre-
sidiare adeguatamente i processi infragruppo con peculia-
re attenzione a quelli affidati in outsourcing allinterno del
gruppo (ponendo peculiare attenzione alla formalizzazione
di tali rapporti contrattuali e alle loro caratteristiche); (iii) di
promuovere lo scambio di informazioni tra organi e funzioni
aziendali, ovvero l'aggiornamento nel caso di novita norma-
tive o modifiche organizzative che interessino lintero grup-
po; (iv) di sviluppare tra gli Organismi di vigilanza delle varie
societa del gruppo appositi rapporti informativi etc.

Per ulteriori dettagli si rimanda a quanto indicato sub cap.
V, par. 4 "L'adozione di Modelli organizzativi idonei a preveni-
re reati-presupposto della responsabilita da reato nel conte-
sto dei gruppi” delle Linee Guida di Confindustria.

In relazione a quanto sopra, premesso che ACEA S.p.A. co-
munica alle Societa appartenenti al Gruppo il 'Modello 237
e ogni sua successiva edizione o modifica, le Societa ap-
partenenti al Gruppo adottano, per le finalita indicate nel
Decreto e sotto la propria responsabilita, un proprio ‘Model-
lo di Organizzazione, Gestione e Controllo’ e nominano un
proprio Organismo di Vigilanza.

Inlinea con le indicazioni delle Linea Guida di Confindustria,
possono svilupparsi rapporti informativi, tra gli Organismi
di Vigilanza del Gruppo e vengono inoltre previste attivita
formative e campagne informative anche di Gruppo su te-
matiche di interesse 231%.

8.2 Prestazioni di servizi infragruppo

Tra ACEA S.p.A. e le altre Societa del Gruppo intercorrono
rapporti contrattuali relativi a prestazione di servizi inter-
company, regolamentate da contratti formalizzati tra le
Societa, che esplicitano la tipologia e il corrispettivo dei
servizi forniti.

Es. Bilancio Consolidato

% Ad es. anche tramite apposita sezione della intranet, vengono condivise compliance pills e contenuti informativi / formativi anche su modifiche normative di interesse 231.
Ulteriormente vengono diffusi bollettini informativi in materia di compliance 231/Anticorruzione

Con specifico riferimento a processi, o porzioni di essi,
affidati ad ACEA S.p.A. da parte delle societa del Gruppo,
essa & tenuta ad osservare, nello svolgimento delle attivita,
quanto previsto dai principi generali di controllo espressi
nel proprio Modello, nonché ad adottare principi generali
di condotta e di controllo preventivo allineati ed ispirati a
quanto previsto nel Modello delle societa mandanti, qualora
ne siano dotate.

In considerazione del fatto che lesternalizzazione di servizi
non esonerain alcun modo le societa mandanti dalle rispet-
tive responsabilitain relazione agli specifici processi ester-
nalizzati, ACEA S.p.A. riconosce in capo a tutte le mandanti
la possibilita diaccedere, in ogni momento, alle informazio-
ni afferenti allo svolgimento dei processi o porzione di essi
attuati per loro conto. Le Societa mandanti si impegnano
altresi a dotarsi di adeguati strumenti di controllo atti ad
assicurare idonei presidi per lespletamento delle attivita
regolamentate da servizi intercompany.

Inoltre, in materia di responsabilita amministrativa degli
enti ed al fine di definire il perimetro della responsabilita
stessa, e previsto che le parti, mediante i summenzionati
contratti di service, si danno reciprocamente atto di avere
ciascuna adottato un Modello di Organizzazione, Gestione
e Controllo ex D. Lgs. 231/01, e di monitorare ed aggiornare
con regolarita il proprio rispettivo Modello, tenendo in con-
siderazione i rilevanti sviluppi normativi ed organizzativi, ai
fini della pit ampia tutela delle rispettive societa.

Le societa si impegnano nei confronti l'una dellaltra al
rispetto piu rigoroso dei propri Modelli, con particolare
riguardo alle aree che presentano rilevanza ai fini delle
attivitagestite mediante contrattodioutsourcingedellasua
esecuzione, e si impegnano altresi a darsi reciprocamente
notizia di eventuali violazioni, che dovessero verificarsi
e che possano avere attinenza con il contratto e/o la sua
esecuzione.

Piuin generale, le societa siimpegnano ad astenersi, nelle-
spletamento delle attivita oggetto del rapporto contrat-
tuale, da comportamenti e condotte che, singolarmente o
congiuntamente ad altre, possano integrare una qualsivo-
glia fattispecie di reato contemplata dal Decreto.

Con riferimento a tali rapporti contrattuali & formalmente
nominata, inambo le parti, la figura di “Gestore del Contrat-
to” (a tale obbligo sono, altresi, chiamate ad ottemperare
tutte le societa che intrattengono rapporti con ACEA).
Dette figure sono responsabili della corretta esecuzione
contrattuale e del controllo tecnico-operativo ed econo-
mico dei servizi e delle forniture del contratto medesimo
e rappresentano il riferimento dei contratti stipulati per i
quali sono incaricati.

Inoltre, il contratto di prestazione di servizi deve prevedere:

- lobbligo da parte della societa beneficiaria del servizio
di attestare la veridicita e completezza della documen-
tazione o delle informazioni comunicate, ai fini dello
svolgimento dei servizi richiesti;
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« il potere dell'Organismo di Vigilanza di ACEA di richie-
dere informazioni allOrganismo di Vigilanza della so-
cieta beneficiaria del servizio, in relazione allo svolgi-
mento dei servizi richiesti;

« il potere dellOrganismo di Vigilanza della societd be-
neficiaria del servizio di richiedere informazioni all'Or-
ganismo di ACEA, ovvero - previa informazione a
quest'ultimo - alle funzioni di ACEA al fine del corretto
svolgimento della vigilanza;

« lobbligo della societd beneficiaria del servizio di segna-
lare all'Organismo di ACEA eventuali comportamenti,
atti o eventi rilevanti ai sensi del D. Lgs. 231/01 e che
potrebbero eventualmente ingenerare responsabilita
di ACEA.

Nelle prestazioni di servizi GORI si attiene, oltre che al Co-
dice Etico, a quanto previsto dal‘Modello’ e dal sistema nor-
mativo aziendale.
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9.1Generalita e Composizione dell'Organismo di
Vigilanza

Ai sensi dellarticolo 6 comma 1, lettera b, del D. Lgs.
231/2001, “il compito di vigilare continuativamente sulleffi-
cace funzionamento e sullosservanza del Modello, nonché
di proporne laggiornamento” e affidato ad un organismo
apposito, I'Organismo di Vigilanza, istituito dalla Societa e
dotato di autonomia e indipendenza nell'esercizio delle sue
funzioni nonché di adeguata professionalita (di sequito,
“Organismo” o0 “0dV").

L'0OdV & un organo collegiale dotato di pieni e autonomi po-
teri diiniziativa, intervento e controllo in ordine al funziona-
mento, allefficacia e allosservanza del presente ‘Modello’.

L'0OdV risponde esclusivamente al Consiglio di Amministra-
zione di GORI, chiamato a nominare e revocare i suoi mem-
bri, il suo Presidente, nonché a definirne la relativa remu-
nerazione.

[l Consiglio di Amministrazione nomina I'OdV e ciascun suo
componente, scelto esclusivamente sulla base dei requisiti
di professionalita, onorabilita, competenza, indipendenza e
autonomia funzionale.

9.2 Requisiti di eleggibilita dell'Organismo di
Vigilanza, dei suoi componenti e cause di
incompatibilita

| componenti dellOrganismo di Vigilanza devono essere do-
tati di adeguata professionalita, autonomia e indipendenza
e devono adempiere ai propri compiti con la competenza e
la diligenza richieste dalla natura dellincarico.

Circa il requisito di professionalitd, nell'individuazione dei
componenti del suddetto Organismo, il Consiglio di Am-
ministrazione tiene conto delle specifiche competenze ed
esperienze professionali degli stessi, sia nel campo giuridi-
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co (in particolare nel settore della prevenzione dei reati ex
D. Lgs. 231/2001 e nel diritto penale), che nella gestione ed
organizzazione aziendale.

L'autonomia e l'indipendenza sono invece assicurate dalla
scelta dei componenti tra soggetti interni ed esterni privi
di mansioni operative e di interessi che possano condi-
zionarne lautonomia di giudizio e di valutazione. Inoltre, a
garanzia del principio di terzieta, I'Organismo & collocato a
diretto riporto del C.d.A., con la possibilita di riferire, all'oc-
correnza, ai Soci ed ai Sindaci ed il ruolo di Presidente viene
sempre assegnato ad un soggetto esterno.

Inoltre, nellindividuazione dei componenti dell'0dV, la So-
cieta prevede il rispetto dei requisiti di onorabilita ed as-
senza di conflitti di interesse, da intendersi nei medesimi
termini previsti dalla Legge conriferimento ad amministra-
tori e membri del Collegio Sindacale.

Pertanto, non possono ricoprire la carica di componente
dellOdV:

A. coloro che si trovano nelle condizioni di cui all'articolo
2.382 c.c., ovvero coloro che sono stati condannati ad
una pena che comporta linterdizione, anche tempora-
nea, dai pubblici uffici o I'incapacita ad esercitare uffici
direttivi;

B. il coniuge, i parenti e gli affini entro il quarto grado de-
gli amministratori della Societa, gli amministratori, il
coniuge, i parenti e gli affini entro il quarto grado degli
amministratori delle societa da questa controllate;

C. coloro che rivestono un rapporto di dipendenza gerar-
chica da soggetto apicale della Societa;

D. coloro che sono legati alla Societa ovvero a soggetti
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apicali della stessa da rapporti economici?;

E. coloro che versano in conflitto di interessi con la
Societa;

F. coloro che sono indagati per uno o piu reati previsti
dal Decreto;

G. coloro che sono stati interessati da sentenza di
condanna (anche non definitiva) o patteggiamento,
per aver commesso uno o pil reati previsti dal
Decreto;

H. coloro che negli ultimi tre anni di servizio, hanno
esercitato poteri autoritativi o negoziali per conto di
Pubbliche Amministrazioni(articolo 53, comma 16 ter,
D. Lgs. 165/2001).

Al fine di consentire continuita di azione, infine, '0dV & de-
dicato esclusivamente alle attivita di vigilanza sul funziona-
mento e l'osservanza del Modello della Societa ed & dotato
di adeguate risorse finanziarie necessarie per il corretto
svolgimento delle proprie attivita.

9.3 Nomina e compenso

L'Organismo & nominato con deliberazione del C.d.A. All'at-
to della nomina, lo stesso C.d.A. assicura allOrganismo le
condizioni di autonomia e continuita di azione previste e ne
stabilisce il compenso.

| componenti dellOdV nominati devono far pervenire al
C.d.A. la dichiarazione di accettazione della nomina, uni-
tamente allattestazione di non trovarsi nelle condizioni di
ineleggibilita e 'impegno a comunicare tempestivamente
l'eventuale insorgenza di tali condizioni.

9.4 Durata dell'incarico e cause di cessazione

L'Organismo dura in carica fino allapprovazione del Bilan-
cio successivo a quello con la cui approvazione e scaduto il
Consiglio di Amministrazione che lo ha nominato.

In caso di cessazione anticipata del C.d.A. che lo ha nomi-
nato, 'OdV durain carica 3 anni. In ogni caso, ciascun com-
ponente dell0OdV rimane in carica fino alla nomina del suo
successore 0 alla costituzione del nuovo Organismo.

| componenti esterni non possono restare in carica per piu
di 3 mandati consecutivi?.

La cessazione del suddetto Organismo puo, inoltre, avveni-
re perrinuncia di due o tuttii suoi componenti, formalizzata
mediante apposita comunicazione scritta inviata al CdA.

LarevocadellOdV puo avvenire solo per giusta causa inten-
dendosi, a titolo esemplificativo e non esaustivo, la negli-
genza nell'espletamento dei compiti connessi all'incarico.

Larevoca e disposta con delibera del CdA previo parere del
Collegio Sindacale dal quale il CdA pud dissentire con ade-
guata motivazione.

Ad ogni modo, in caso di scadenza, revoca o rinuncia, il CdA
nomina, senza indugio, il nuovo OdV.

Conriferimento ai singoli componenti dello stesso, la revo-
ca puo essere disposta dal CdA, sentito il Collegio Sindaca-
le, soltanto per giusta causa.

Inoltre, comporta la decadenza dalla carica di componente
dell'0OdV la perdita dei requisiti di eleggibilita o 'avveramen-
to di una o piu delle condizioni di ineleggibilita di cui al pre-
cedente paragrafo 9.2., nonché:

« il casoin cui siariscontrata la violazione degli obblighi
di riservatezza previsti a carico dei membri dell'0OdV;

« incasodiassenzaingiustificata per piu di quattro volte
consecutive alle riunioni dellOdV ovvero di una durata
superiore a sei mesi.

In tale ultima ipotesi il Presidente dellOrganismo o, in sua
vece, il componente pil anziano, comunica al C.d.A. l'inter-
venuto impedimento, al fine di promuovere la sostituzione
del membro.

[IC.d.A., accertata la sussistenza della causa di decadenza,
provvede senza indugio alla sostituzione del membro rite-
nuto inidoneo.

9.5 Le risorse a disposizione dell'Organismo di
Vigilanza

[I C.d.A. assicura all'Organismo la disponibilita delle risorse
finanziarie, organizzative e strutturali(di seqguito, anche “ri-
sorse”) necessarie all'assolvimento dellincarico e, in ogni
caso, garantisce allo stesso l'autonomia finanziaria neces-
saria per lo svolgimento delle attivita previste dallarticolo
6, comma 1, lettera b) del Decreto.

L'Organismo di Vigilanza nellambito delle funzioni allo
stesso assegnate, dispone del budget secondo le proprie
necessita, previa la sola richiesta scritta che dovra essere
inoltrata dal Presidente dell'OdV alle competenti Unita del-
la Societa e secondo le procedure vigenti, con l'obbligo di
documentare le spese sostenute una volta concluse le re-
lative attivita.

9.5.11 Collaboratori dell'OdV (interni ed esterni)

L'Organismo, nello svolgimento dei suoi compiti, puo avva-
lersi personale appartenente alle Unita aziendali (di sequi-
to, anche “Collaboratori interni”) che, di volta in volta, ven-
gono dallo stesso individuate.

Inoltre, tenuto conto della peculiarita delle attribuzioni e dei

27|l punto d) non si applica in riferimento al componente interno.

28Ulteriori dettagli sono contenuti nelle Linee Guida p.t.v. adottate dal CdA di Acea.

contenuti professionali specifici richiesti nello svolgimento
dei compiti assegnati, 'Organismo di Vigilanza si avvale del
supporto delle strutture della Societa a cio specificamente
preposte.

L'Organismo pud avvalersi altresi della collaborazione di
soggetti terzi (di seguito, anche “Collaboratori esterni”) do-
tati di requisiti di professionalita e competenza, retribuiti
mediante il budget annuale assegnatogli.

Questi ultimi devono risultare idonei a supportare I'Orga-
nismo stesso nei compiti e nelle verifiche che richiedano
specifiche conoscenze tecniche.

Tali soggetti, allatto della nomina, devono rilasciare al Pre-
sidente dell0OdV apposita dichiarazione con la quale atte-
stano di possedere tutti i requisiti indicati nel precedente
paragrafo 9.2.

9.6 Poteri e Compiti dell'Organismo di Vigilanza

All'Organismo di Vigilanza sono attribuiti i sequenti compiti:

« vigilare sul funzionamento ed osservanza del ‘Modello’,
verificandone leffettiva idoneita a prevenire la com-
missione dei reati annoverati dal Decreto;

. effettuare periodicamente, di propria iniziativa o su
segnalazioni ricevute, verifiche su determinate opera-
zioni o su specifici atti posti in essere all'interno dell'A-
zienda, e/o controlli dei soggetti esterni coinvolti nei
processi a rischio;

- monitorare la validita nel tempo del ‘Modello’ e delle
procedure e la loro effettiva attuazione, promuovendo,
anche previa consultazione delle strutture aziendali in-
teressate, tutte le azioni necessarie al fine di assicurar-
ne l'efficacia. Tale compito comprende la formulazione
di proposte di adeguamento e la verifica successiva
dellattuazione e della funzionalita delle soluzioni pro-
poste;

. effettuare periodicamente verifiche mirate su de-
terminate operazioni o atti specifici posti in essere
nellambito dei processi a rischio;

« esaminare e valutare tutte le informazioni e/o segnala-
zioniricevute e connesse al rispetto del’Modello’, inclu-
so cio che attiene le eventuali violazioni dello stesso;

- verificare i poteri autorizzativi e di firma esistenti al
fine di accertare la loro coerenza con le responsabilita
organizzative e gestionali definite e proporre il loro ag-
giornamento e/o modifica ove necessario;

- definire e curare, in attuazione del ‘Modello’, il flusso
informativo periodico, secondo una frequenza ade-
guata al livello di rischio reato delle singole aree, che
gli consenta di essere periodicamente aggiornato dalle
strutture aziendali interessate sulle attivita valutate a
rischio reato, nonché stabilire modalita di comunica-
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zione al fine di acquisire conoscenza di presunte vio-
lazioni del ‘Modello’;

. attuare, in conformita al’Modello’, un flusso informativo
periodico verso gli organi sociali competenti in merito
allefficacia e allosservanza dello stesso;

« condividere i programmi di formazione promossi dalla
Societa per la diffusione della conoscenza e la com-
prensione del ‘Modello’ e monitorarne l'effettivo svolgi-
mento;

« raccogliere, formalizzare, secondo modalita standar-
dizzate, e conservare eventuali informazioni e/o se-
gnalazioni ricevute con riferimento alla commissione
dei reati (effettive o semplicemente sospettate), di cui
al presente ‘Modello’;

« interpretare la normativa rilevante e verificare I'ade-
guatezza del sistema di controllo interno in relazione a
tali prescrizioni normative;

« controllare l'effettiva presenza e laregolare tenuta del-
la documentazione inerente alle attivita di predisposi-
zione e aggiornamento del ‘Modello'.

Nell'espletamento dei propri compiti, 'Organismo ha acces-
so senza limitazioni, alle informazioni aziendali, potendo
chiedere informazioniin autonomia a tutto il personale diri-
gente e dipendente della Societa, nonché a collaboratori e
consulenti esterni alla stessa; 'Organismo puo avvalersi, se
necessario e sotto la propria diretta sorveglianza e respon-
sabilita, dellausilio di tutte le strutture aziendali ovvero dei
consulenti esterni.

9.7 Raccolta e conservazione delle informazioni

Tutta l'attivita svolta dall'Organismo deve essere opportu-
namente verbalizzata, anche in forma sintetica, in un appo-
sito libro, tenendo traccia e archiviando tutta la documen-
tazione ricevuta.

E compito del Segretario dellOrganismo conservare il libro
dei verbali delle riunioni dell'Organismo e la documentazio-
ne inerente all'attivita svolta, garantendone l'accessibilita ai
soli componenti dellOrganismo medesimo, con esclusione
di ogni altro soggetto.

Le informazioni, le segnalazioni, i report, i dati e le comuni-
cazioni scambiati con le unita e posizioni aziendali, i verbali
delle riunioni, le relazioni periodiche dell'Organismo, i do-
cumenti scambiati con soggetti esterni o con gli Organismi
delle altre Societa del Gruppo sono oggetto di tracciatura
informatica e documentale e adeguatamente archiviati.

9.8 Informative dell'Organismo di Vigilanza

In accordo a quanto disposto dallarticolo 6, comma 2,
lettera d) del Decreto, “in relazione allestensione dei poteri
delegati ed al rischio di commissione dei reati” il ‘Modello’
deve “prevedere obblighi di informazione nei confronti
dellOrganismo deputato a vigilare sul funzionamento ed
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osservanza” dello stesso.

Tale obbligo & concepito quale ulteriore strumento volto
ad agevolare lattivita di vigilanza sull'efficacia del ‘Modello’
medesimo, nonché, eventualmente, permettere l'accerta-
mento ex post delle cause che hanno reso possibile il veri-
ficarsi dellillecito.

Pertanto, '0OdV deve essere tempestivamente informato,
da tutti i soggetti aziendali, nonché dai terzi tenuti allos-
servanza delle previsioni del ‘Modello’, delle notizie che
possano avere rilievo ai fini della vigilanza sullefficacia,
sulleffettivita e sullaggiornamento dello stesso, ivi com-
presa qualsiasi notizia relativa allesistenza di sue possibili
violazioni.

L'0dV e, altresi, tenuto a produrre reportistica periodica
circa lefficacia, l'effettiva attuazione e l'aggiornamento del
Modello allorgano amministrativo ed all'organo di controllo.

9.8.1 Informative nei confronti dell'Organismo di
Vigilanza

Dovra essere portata a conoscenza dell'Organismo di Vigi-
lanza ogni informazione utile e attinente all'attuazione del
‘Modello’ nelle attivita “a rischio”, oltre a quanto previsto
nelle Parti Speciali del ‘'Modello’ e nelle procedure aziendali.
Vipossono essere varie tipologie di comunicazioni allOdV:

A. ad evento: flussi informativi che avvengono al verifi-
carsi di un determinato evento che & necessario se-
gnalare all'0dV;

B. periodica: flussi informativi su base periodica;

C. whistleblowing: si intende una segnalazione all'OdV di
una potenziale violazione al Modello, come meglio det-
tagliato nel prosieguo del documento.

Nello specifico rappresentano flussi ad evento le informa-
zioni concernenti :

- le segnalazioni di comportamenti, atti o eventi che po-
trebbero determinare violazione o elusione del Modello
-odellerelative procedure - e le notizie potenzialmen-
te rilevanti relative alla attivita di GORI, nella misura in
Cui esse possano esporre la Societa al rischio di reati
e di illeciti tali da poter ingenerare la responsabilita di
GORI ai sensi del Decreto;

« i rapporti preparati dai Responsabili di Unita di GORI
S.p.A. nellambito della loro attivita di controllo e dai
quali potrebbero emergere fatti, atti, eventi od omis-
sioni con profili di criticita rispetto allosservanza delle
norme del Decreto;

« rapporti con le risultanze delle verifiche effettuate
dall'lnternal Audit ed eventuali Piani di miglioramento
predisposti dai Responsabili interessati dalle verifiche;

« relazioni interne di organi di controllo o Unita azien-
dali o commissioni dinchiesta dalle quali emergano
responsabilita per le ipotesi di reato di cui al D.Lgs.
231/20071;

« notizie relative ai procedimenti sanzionatori rilevanti
svolti ed alle eventuali misure irrogate (ivi compre-
si i provvedimenti verso i Dipendenti che comportino
la sospensione o la risoluzione del rapporto di lavoro)
ovvero i provvedimenti di archiviazione di tali proce-
dimenti con le relative motivazioni, qualora essi siano
legati a commissione di Reati o violazione delle regole
di comportamento o procedurali del Modello;

« elenco di eventuali provvedimenti / multe, comminate
ai danni della Societa, da parte di enti regolatori;

«  piani di miglioramento finalizzati al superamento delle
criticita evidenziate da parte di enti regolatori;

« elenco delle verifiche, ispezioni e accertamenti
effettuati da Autorita pubbliche in materia fiscale,
tributaria;

« eventuali segnalazioni effettuate dalle Autorita Com-
petenti es. Autorita regolatorie, Corte dei Conti, etc.,
con l'indicazione delle motivazioni sottostanti inerenti
alla gestione di contratti attiviconla P.A.;

- presenza di eventuali contestazioni, I'applicazione di
penali e/o la sospensione dei pagamenti con l'indica-
zione della motivazione circa le suddette azioni;

« elenco delle verifiche, ispezioni e accertamenti effettuati
da Autorita pubbliche a fronte dei quali sono stati
evidenziate violazioni delle normative in vigore con
indicazione:

- delloggetto della verifica/ispezione/accertamento;
- dellAutorita Pubblica interessata;

- della Unita di riferimento;

- dell'esito delle verifiche/ispezioni/accertamenti;

- delloggetto delle eventuali sanzioni;

- del valore delle eventuali sanzioni;

- del piano di azioni correttive predisposto dalla Societa.

In aggiunta sono attivati flussi informativi periodici verso
I'0dV (dettagliati nellallegato VI ‘Flussi Informativi 0dV').
Nellambito dei flussi periodici rientra anche la relazione
annuale del Responsabile Anticorruzione (RAC) sullimple-
mentazione / mantenimento del framework anticorruzione,
nonché le evidenze annuali derivanti dalle verifiche periodi-
che dell'ente certificatore ISO 37001.

Per il dettaglio di codici flussi, descrizione flusso, periodi-
cita e owner dei flussi si rimanda all'allegato sopra citato.

9.8.2 Informative dall'Organismo di Vigilanza

Con riferimento alle attivita di informativa proprie dell'Or-

ganismo di Vigilanza agli altri organi aziendali, si sottolinea
che lo stesso, per il tramite del proprio Presidente od altro
membro appositamente designato, predispone, su base al-
meno annuale, una relazione informativa in ordine alle atti-
vita svolte ed allesito delle stesse da inviare al Presidente
del CdA ed al Collegio Sindacale.

Inoltre, e previsto che '0OdV segnali, senza indugio, al CdA le
violazioni del ‘Modello’, accertate od in corso di investiga-
zione, che possano comportare l'insorgere di una respon-
sabilitain capo a GORI.

L'0dV informa, inoltre, il Collegio Sindacale, mediante rela-
zione scritta, sulle violazioni del ‘Modello’ e delle procedure
da parte degliamministratori.

L'0dV, inoltre, informa in modo anonimo e aggregato il CdA
delle segnalazioniricevute che siano rilevanti ai fini del D.L-
gs. 231, del MOGC e del Codice Etico, dando altresi notizia
dei relativi esiti. Con le stesse modalita vengono informate
e coinvolte le figure con funzioni di controllo e per quanto
di competenza (es. RAC per le segnalazioni rilevanti per la
normativa anticorruzione, DPQ e CISO per le segnalazioni
rilevanti ai fini privacy e sicurezza informatica.).
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LA GESTIONE DELLE
SEGNALAZIONI DI
POTENZIALI VIOLAZIONI
DEL MODELLO

10.1Tipologia di segnalazioni

10.2 Canale di segnalazione interna

10.3 Ulteriori comunicazioni

10.4 Specifiche normative

10.5 Regolamentazione Aziendale

SISTEMA DI
SEGNALAZIONE E
WHISTLEBLOWING

10.1 Tipologia di segnalazioni

L'Organismo di Vigilanza deve essere tempestivamente
informato, mediante apposito sistema di segnalazione,
da parte dei Destinatari del presente ‘Modello’, in merito a
comportamenti, atti o eventi che potrebbero determinare
violazione o elusione dello stesso - o delle relative procedu-
re - e a notizie potenzialmente rilevanti relative alla attivita
di GORI, nella misura in cui esse possano esporre la Societa
al rischio di reati e di illeciti tali da poter ingenerare la re-
sponsabilita di GORI ai sensi del Decreto.

Gli obblighi di informazione su eventuali comportamenti
contrari alle disposizioni di legge e a quelle contenute nel
‘Modello’ rientrano nel pit ampio dovere di diligenza e obbli-
go di fedelta del prestatore di lavoro di cui agli articoli 2104
e 2105 c.c..
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L'obbligo di informazione grava, in genere, su tutto il per-
sonale o sul terzo che collabora con GORI che venga in pos-
sesso di qualsiasi notizia relativa alla commissione o alla
ragionevole convinzione di commissione dei reati di cui al
D.Lgs. 231/01, o comunque a comportamenti non in linea
con i principi e le prescrizioni del presente Modello e con le
altre regole di condotta adottate dalla Societa

In conformita a quanto previsto dal D.Lgs. 10 marzo 2023,
n. 24%°, che ha modificato tra le altre cose anche lart. 6 del
Decreto 231, la Societa - sentite le organizzazioni sinda-
cali (00.SS.) - ha attivato il canale interno di segnalazione
dedicato, volto a consentire alle persone specificamente
individuate dall'art. 3del D.Lgs. n. 24/2023 l'effettuazione di
segnalazioni inerenti violazioni®' del diritto dellUnione eu-
ropea o delle disposizioni normative nazionali di cui siano

2 D.Lgs. 10 marzo 2023, n. 24 "Attuazione della direttiva (UE) 2019/1937 del Parlamento europeo e del Consiglio, del 23 ottobre 2019, riguardante la protezione delle persone
che segnalano violazioni del diritto dell'Unione e recante disposizioni riguardanti la protezione delle persone che segnalano violazioni delle disposizioni normative nazionali”,
pubblicato in G.U. n. 63 del 15 marzo 2023, le cui disposizioni del D.Lgs. n. 24/2023 hanno avuto effetto a decorrere dal 15 luglio 2023.

% Atal riguardo, che la Legge 30 novembre 2017, n. 179 in materia di “Disposizioni per la tutela degli autori di segnalazioni di reati o irregolarita di cui siano venuti a conoscen-
za nell'ambito di un rapporto di lavoro pubblico o privato” aveva al tempo introdotto tre nuovi commi all'interno dell'articolo 6 del D.Lgs. 231/2001. In particolare:
il comma 2 bis del suddetto articolo prevedeva che “I modelli di cui alla lettera a) del comma 1 prevedono: a)uno o piti canali che consentano ai soggetti indicati nellar-
ticolo 5, comma 1, lettere a) e b), di presentare, a tutela dell'integrita dellente, segnalazioni circostanziate di condotte illecite, rilevanti ai sensi del presente decreto
e fondate su elementi di fatto precisi e concordanti, o di violazioni del modello di organizzazione e gestione dell'ente, di cui siano venuti a conoscenza in ragione delle
funzioni svolte; tali canali garantiscono la riservatezza dell'identita del segnalante nelle attivita di gestione della segnalazione; b) almeno un canale alternativo di se-
gnalazione idoneo a garantire, con modalita informatiche, la riservatezza dell'identita del segnalante; c)il divieto di atti di ritorsione o discriminatori, diretti o indiretti,
nei confronti del segnalante per motivi collegati, direttamente o indirettamente, alla segnalazione; d)nel sistema disciplinare adottato ai sensi del comma 2, lettera
e), sanzioni nei confronti di chi viola le misure di tutela del segnalante, nonché di chi effettua con dolo o colpa grave segnalazioni che si rivelano infondate”.
il comma 2-ter prevedeva che “l'adozione di misure discriminatorie nei confronti dei soggetti che effettuano le segnalazioni di cui al comma 2-bis puo essere denun-
ciata all'Ispettorato del Lavoro, per i provvedimenti di propria competenza, oltre che dal segnalante, anche dall'organizzazione sindacale indicata dal medesimo”;
il comma 2-quater che il licenziamento ritorsivo o discriminatorio del soggetto segnalante sia “nullo”. Sono altresi indicati come nulli il mutamento di mansioni ai sensi
dellart. 2103 c.c., nonché qualsiasi altra misura ritorsiva o discriminatoria adottata nei confronti del segnalante”.
Successivamente il D.Lgs. n. 24/2023 ha ulteriormente modificato I'art. 6 del Decreto 231, abrogando i commi 2 ter e 2 quater e modificando il comma 2 bis in tal senso: I
modelli di cui al comma 1, lettera a), prevedono, ai sensi del decreto legislativo attuativo della direttiva (UE) 2019/1937 del Parlamento europeo e del Consiglio del 23 ottobre
2019, i canali di segnalazione interna, il divieto di ritorsione e il sistema disciplinare, adottato ai sensi del comma 2, lettera e}’

$l'art. 2 del D.Lgs. n. 24/2023 specifica che le violazioni possono essere identificate in: “...comportamenti, atti od omissioni che ledono l'interesse pubblico o l'integrita
dellamministrazione pubblica o dell'ente privato e che consistono in:

1)illeciti amministrativi, contabili, civili o penali che non rientrano nei numeri 3), 4), 5) e 6);

2) condotte illecite rilevanti ai sensi del decreto legislativo 8 giugno 2001, n. 231, o violazioni dei modelli di organizzazione e gestione ivi previsti, che non rientrano nei nume-
ri3), 4),5)e6);

3)illeciti che rientrano nellambito di applicazione degli atti del'Unione europea o nazionali indicati nell'allegato al presente decreto ovvero degli atti nazionali che costitu-
iscono attuazione degli atti dell'Unione europea indicati nell'allegato alla direttiva (UE) 2019/1937, seppur non indicati nell'allegato al presente decreto, relativi ai seguenti
settori: appalti pubblici; servizi, prodotti e mercati finanziari e prevenzione del riciclaggio e del finanziamento del terrorismo; sicurezza e conformita dei prodotti; sicurezza
dei trasporti; tutela dellambiente; radioprotezione e sicurezza nucleare; sicurezza degli alimenti e dei mangimi e salute e benessere degli animali; salute pubblica; protezio-
ne dei consumatori; tutela della vita privata e protezione dei dati personali e sicurezza delle reti e dei sistemi informativi;

4) atti od omissioni che ledono gli interessi finanziari dell'Unione di cui all'articolo 325 del Trattato sul funzionamento dell'Unione europea specificati nel diritto derivato
pertinente dell'Unione europea;

5) atti od omissioni riguardanti il mercato interno, di cui all'articolo 26, paragrafo 2, del Trattato sul funzionamento dell'Unione europea, comprese le violazioni delle norme
dellUnione europea in materia di concorrenza e di aiuti di Stato, nonché le violazioni riguardanti il mercato interno connesse ad atti che violano le norme in materia di impo-
sta sulle societa o i meccanismi il cui fine e ottenere un vantaggio fiscale che vanifica loggetto o la finalita della normativa applicabile in materia di imposta sulle societa;

B) atti o comportamenti che vanificano loggetto o la finalita delle disposizioni di cui agli atti dell'Unione nei settori indicati nei numeri 3), 4) e 5).
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venute a conoscenza nellambito del proprio contesto lavo-
rativo, ivi incluse le segnalazioni relative a condotte illecite
rilevanti ai sensi del D. Lgs. 231 o inerenti a violazioni del
Modello di Organizzazione, Gestione e Controllo adottato ai
sensi del D. Lgs. 231.

Nello specifico, i segnalanti sono tenuti a segnalare le
eventuali violazioni o inosservanze del Codice Etico, della
normativa interna, della legge, comprese le violazioni di cui
al D.Lgs. 24/2023, tra cui quelle rilevanti ai sensi del D.L-
gs. 231/01 e le violazioni del ‘Modello di Organizzazione, Ge-
stione e Controllo’, di cui siano a conoscenza, utilizzando la
piattaforma informatica ‘Whistleblowing’' che garantisce le
tutele previste dal D.Lgs. 24/2023, ivi comprese la sicurez-
za e la protezione dei dati personali eventualmente indicati
nella segnalazione, la riservatezza dellidentita del segna-
lante, delle informazioni, e dei processi di analisi e gestio-
ne della segnalazione, attraverso un sistema avanzato di
criptazione delle comunicazioni e del database, in linea con
quanto previsto dalla normativa di riferimento.

Sempre in linea con quanto previsto dal D.Lgs. n. 24/2023 e
nel rispetto delle misure in esso indicate, tramite la piatta-
forma ‘Whistleblowing’ & possibile effettuare segnalazioni
(anche anonime), in forma scritta, con modalita informa-
tiche, ed in forma orale, attraverso un sistema di messag-
gistica vocale, ovvero richiedere un incontro diretto con i
soggetti responsabili della gestione della segnalazione (ivi
compreso I'0dV).

La competenza a gestire le segnalazioni relative a violazioni
consistenti in condotte illecite rilevanti ai sensi del Decre-
to 231 e/o, in generale, violazioni del ‘Modello 231 di GORI
S.p.A. e dell'Organismo di Vigilanza della Societa, che valuta
le segnalazioni ricevute e determina le eventuali iniziative,
anche ascoltando l'autore della segnalazione, se noto, e/o
il responsabile della presunta violazione e/o ogni altro sog-
getto che riterra utile, motivando per iscritto ogni conclu-
sione raggiunta.

Si specifica che, al fine di poter avviare le attivita di accer-
tamento dei fatti segnalati, le segnalazioni devono essere il
piu possibile circostanziate (ovvero devono avere un grado
di dettaglio sufficiente a consentire in concreto, sulla base
degli strumenti di indagine a disposizione, ai Soggetti re-
sponsabili dellistruttoria di verificare la fondatezza o meno
dei fatti o circostanze segnalati).

Nellambito dellattivita di vigilanza e verifica, '0dV, attra-
verso il canale dedicato, ha accesso ad ogni informazione,
dato, notizia e documento ritenuto utile. Le informazioni,
segnalazioni e i report previsti nel presente Modello sono
conservati dall'Organismo in un apposito archivio (informa-
tico o cartaceo), in conformita alle previsioni di legge (ivi
incluso il Decreto 24/2023 e le indicazioni contenute nella
normativa privacy p.t.v.).

10.2 Canale di segnalazione interna

La Societa ha istituito i sequenti canali dedicati alla se-
gnalazione di condotte illecite rilevanti ai sensi del Decreto
Legislativo 8 giugno 2001, n. 231, alle violazioni del ‘Modello
di Organizzazione, Gestione e Controllo’ ed alla segnalazio-
ne delle altre violazioni definite all'art. 2, lett. a), del D. Lgs.
24/2023:

1. Canale di segnalazione informatico (piattaforma
‘Whistleblowing). Il canale in esame, in conformita alle
prescrizioni dellart. 4, co. 1del D.Lgs. n. 24/2023, ga-
rantisce “...anche tramite il ricorso a strumenti di critto-
grafia, la riservatezza dellidentita della persona segna-
lante, della persona coinvolta e della persona comunque
menzionata nella segnalazione, nonché del contenuto
della segnalazione e della relativa documentazione...”;

2. Sistema di messaggistica vocale accessibile tramite il
canale di cui al punto (1);

3. Incontro diretto, su richiesta del segnalante da effet-
tuarsi tramite il canale di cui al punto (1) e da effettuarsi
entro un termine ragionevole.

La gestione del canale interno di segnalazione ¢ affida-
ta, in conformita a quanto prescritto dallart. 4 del D. Lgs.
24/2023%, ad un'unita aziendale costituita da personale
specificamente formato per la gestione dello stesso.

Le segnalazioni riguardanti ambiti non di competenza
dell'Organismo, sono tempestivamente e senza indugio,
trasferite alle competenti unita e posizioni aziendali.

10.3 Ulteriori comunicazioni

Per comunicazioni all'Organismo di Vigilanza, diverse da
quelle di cui al § 10.2, da parte di interlocutori interni o
esterni della Societa, sono altresi disponibili i sequenti ca-
nali di comunicazione diretta:

« PostaElettronica Certificata:
odv@cert.goriacqua.com

» Postacartacea:
Organismo di Vigilanza di GORI S.p.A., Via Trentola 211 -
80056 Ercolano (NA).

10.4 Specifiche normative

Fermo restando il rinvio alla normativa vigente ed a quanto
specificato nelle norme aziendali di attuazione, si evidenzia
quanto segue in relazione allambito soggettivo, allobbligo
diriservatezza, al divieto di ritorsione ed alle sanzioni.

%2 Art. 4, D. Lgs. 24/2023: “...La gestione del canale di segnalazione ¢ affidata a una persona o a un ufficio interno autonomo dedicato e con personale specificamente for-
mato per la gestione del canale di segnalazione, ovvero ¢ affidata a un soggetto esterno, anch'esso autonomo e con personale specificamente formato...”

10.4.1 Ambito soggettivo

| soggetti che possono procedere ad effettuare segnalazio-
ni sono individuati nei sequenti:

A. | Dipendenti, inclusii Dirigenti;

B. | lavoratori il cui rapporto € disciplinato dal Decreto
Legislativo 15 giugno 2015, n. 81 (es. rapporti di lavoro
a tempo parziale, intermittente, a tempo determinato,
somministrazione, apprendistato, lavoro accessorio);

C. [llavoratoriautonomi, ivicompresiquelliindicatial capo
| della Legge 22 maggio 2017, n. 81, nonché i titolari di
un rapporto di collaborazione di cui allarticolo 409 del
Codice diprocedura civile e all'articolo 2 del decreto le-
gislativo n. 81 del 2015, che svolgono la propria attivita
lavorativa presso la Societa;

D. [liberi professionisti, i consulenti, i collaboratori della
Societa;

E. [Ivolontarieitirocinanti, retribuiti e non retribuiti, che
prestano la propria attivita presso la Societa;

F. Gli azionisti e le persone con funzioni di amministra-
zione, direzione, controllo, vigilanza o rappresentanza
della Societa;

G. Altrisoggetti ed interlocutori esterni.

10.4.2 Obbligo di riservatezza e trattamento dei dati

| canali di segnalazione -anche tramite il ricorso a strumen-
ti di crittografia - assicurano la riservatezza dell'identita del
segnalante e della persona coinvolta e della persona co-
mungue menzionata nella segnalazione, nonché del con-
tenuto della segnalazione e della relativa documentazione.
Trovano applicazione, e sono altresi disciplinate nelle nor-
me aziendali, le tutele di cui al Decreto Legislativo 10 marzo
2023, n. 24, relativamente a ‘Obbligo di riservatezza' (art.
12), ‘Trattamento dei dati personali’(art. 13), ‘Conservazione
della documentazione inerente alle segnalazioni'(art. 14).

10.4.3 Divieto di ritorsione

E' sancito il divieto assoluto di ritorsione nei confronti dei
soggetti segnalanti. Di seqguito sono indicate talune fatti-
specie esemplificative che possono qualificarsi comeritor-
sioni’ se riconducibile allart. 2, lett. m)**, D. Lgs. 24/2023:

« illicenziamento, la sospensione o misure equivalenti;

« laretrocessione di grado o la mancata promozione;
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« il mutamento di funzioni, il cambiamento del luogo di
lavoro, la riduzione dello stipendio, la modifica dell'ora-
rio di lavoro;

« lasospensione della formazione o qualsiasi restrizione
dell'accesso alla stessa;

« lenote di merito negative o le referenze negative;

« ladozione di misure disciplinari o di altra sanzione, an-
che pecuniaria;

- lacoercizione, I'intimidazione, le molestie o
l'ostracismo;

« ladiscriminazione o comunque il trattamento
sfavorevole;

« lamancata conversione di un contratto di lavoro a ter-
mine in un contratto di lavoro a tempo indeterminato,
laddove il lavoratore avesse una legittima aspettativa a
detta conversione;

« ilmancatorinnovo o la risoluzione anticipata di un con-
tratto di lavoro a termine;

« idanni, anche alla reputazione della persona, in parti-
colare sui social media, o i pregiudizi economici o fi-
nanziari, comprese la perdita di opportunita economi-
che e la perdita di redditi;

« larichiesta di sottoposizione ad accertamenti psichia-
trici o medici;

« linserimento in elenchi impropri sulla base di un ac-
cordo settoriale o industriale formale o informale, che
puo comportare limpossibilita per la persona di trovare
un'occupazione nel settore o nell'industria in futuro;

« laconclusione anticipata o I'annullamento del contrat-
to di fornitura di beni o servizi;

« lannullamento di una licenza o di un permesso.

10.4.4 Sanzioni

Nel sistema disciplinare adottato dalla Societa, sono previ-
ste sanzioni nei confronti di chi viola le misure di tutela del
segnalante, nonché di chi effettua con dolo o colpa grave
segnalazioni che si rivelano infondate.

Fermo restando a quanto specificato al successivo capitolo
11, sono sanzionabili le sequenti condotte:

« violazione delle prescrizioni in materia di riservatezza
e tutela del segnalante previste dalla normativa e nel

% ...m)«ritorsione»: qualsiasi comportamento, atto od omissione, anche solo tentato o minacciato, posto in essere in ragione della segnalazione, della denuncia allautorita
giudiziaria o contabile o della divulgazione pubblica e che provoca o puo provocare alla persona segnalante o alla persona che ha sporto la denuncia, in via diretta o indiretta,

un danno ingiusto;..."
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presente ‘Modello’;

compimento di ritorsioni nei confronti del segnalante,
a seqguito delle segnalazioni effettuate;

frapposizione di ostacoli alleffettuazione di segnala-
zioni o la violazione degli obblighi di riservatezza;

effettuazione di segnalazioni infondate con dolo o col-
pa grave e/o riconducibili ad ipotesi di diffamazione o
calunnia;

mancata previsione di canali di segnalazione, di pro-
cedure per la gestione delle segnalazioni o la mancata
rispondenza degli stessi alla normativa;

mancata verifica ed analisi delle segnalazioni ricevute;

violazione della disciplina aziendale in materia di tutela
del segnalante e del segnalato.

10.5 Regolamentazione aziendale

GORI ha disciplinato, nellambito del quadro normativo di ri-
ferimento, in modo dettagliato le modalita di gestione delle
segnalazioni, gli attori coinvolti, le tutele per il segnalante, il
segnalato e le persone coinvolte.

Allo

A.

scopo ha adottato:

il'Regolamento per la gestione delle Segnalazioni (Whi-
stleblowing) e Tutela dei Segnalanti’, reso disponibile
sul sito della Societa e sulla intranet aziendale, nella
sezione 'Whistleblowing'.

la Procedura ‘Gestione delle segnalazioni interne’ di-
sponibile sulla intranet aziendale, nella sezione 'Whist-
leblowing'.

Ad integrazione di quanto disciplinato nel presente capitolo
10, si rinvia norme aziendali richiamate nei punti a) e b) del
presente paragrafo, costituenti parte integrante e sostan-
ziale del presente ‘Modello’.




IL SISTEMA
SANZIONATORIO E
DISCIPLINARE

11.1 Le sanzioni per i dipendenti

11.2 Le sanzioni per i Dirigenti

11.3 Le sanzioni per gli Amministratori e i Sindaci

11.4 Le sanzioni per I'Organismo di Vigilanza

11.5 Le sanzioni per i terzi in rapporto contrattuale conla
Societa

11.6 Procedimento sanzionatorio

SISTEMA
SANZIONATORIOE
DISCIPLINARE DEL
MODELLO 231 DI GORI

11.11l sistema sanzionatorio e disciplinare

Aisensi degliarticoli 8, comma 2, lett. e), e 7, comma 4, lett.
b) del Decreto, il ‘Modello’ puo ritenersi efficacemente at-
tuato solo se introduce un sistema sanzionatorio idoneo
per la violazione delle misure in esso indicate.

Oltre a contribuire allefficacia del‘Modello’, la definizione di
sanzioni disciplinari commisurate alla violazione dello stes-
so ha, altresi, lo scopo di contribuire all'efficacia dellazione
di controllo dell'Organismo di Vigilanza.

GORI, nel rispetto delle vigenti disposizioni di legge e delle
norme della contrattazione collettiva nazionale, ha adotta-
to un sistema sanzionatorio per le violazioni dei principi e
delle misure previsti nel ‘Modello’ e nei protocolli aziendali,
da parte dei suoi Destinatari.

L'applicazione delle sanzioni previste prescinde dall'esito (o
dall'avvio stesso) di un eventuale procedimento penale, in
quantole regole di condotta e le procedure interne sono as-
sunte dalla Societa in piena autonomia, indipendentemen-
te dallillecito che eventuali condotte possano determinare.
La Societa, infatti, porta a conoscenza di tutti i Destinatari
le attivita che presentano unrischio di realizzazione di reati
rilevanti noncheé le regole e le procedure che sovrintendono
tali attivita, intendendo con cio diffondere la consapevolez-
za circa la riprovazione di ogni comportamento contrario
allalegge, ai regolamenti, e, in particolare, alle disposizioni
contenute nel presente ‘Modello’, con conseguente applica-
zione di sanzioni disciplinari idonee.

Il presente sistema disciplinare si ispira ai principi generali
di cui ai sequenti punti:

A. Specificita degliilleciti

Costituisce illecito, ai fini del presente sistema sanziona-
torio, a prescindere dalla rilevanza penale del fatto, ogni
violazione alle regole contenute nel presente ‘Modello’ g, in
particolare, quelle di sequito indicate, in via esemplificativa
e non esaustiva:

« linosservanza dei protocolli diretti a programmare la
formazione e lattuazione delle decisioni della Societa
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in relazione ai reati da prevenire, ovvero alle modalita
di gestione delle risorse finanziarie;

laviolazione degli obblighi di informazione nei confron-
tidel Collegio Sindacale e/o dellOrganismo di Vigilanza;

la falsificazione/mancata predisposizione della docu-
mentazione delle attivita espletate in occasione di ve-
rifiche ispettive ed accertamenti da parte delle com-
petenti Autorita;

la distruzione, l'occultamento e/o l'alterazione della do-
cumentazione aziendale;

la falsificazione delle relazioni e/o informazioni tra-
smesse all'Organismo di Vigilanza;

l'ostacolo allesercizio delle funzioni del Collegio Sinda-
cale e/o dell'Organismo di Vigilanza;

laviolazione di obblighi di documentazione e tracciabi-
lita delle attivita aziendali;

la violazione degli obblighi previsti nel Codice Etico
adottato dalla Societa;

inosservanza, da parte dei soggetti apicali, degli
obblighi di direzione e/o vigilanza che abbiano reso
possibile la realizzazione di reati da parte dei soggetti
sottoposti;

'abbandono, senza giustificato motivo, del posto di
lavoro da parte del personale a cui siano state speci-
ficamente affidate mansioni di sorveglianza, custodia
e controllo;
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la mancata documentazione, anche in forma riassun-
tiva, delle attivita e dellesito delle verifiche e dei con-
trolli effettuati;

l'omessa archiviazione di copia dei documenti ufficiali
diretti (tramite legali esterni o periti di parte) a Giudi-
ci, a membri del Collegio Arbitrale o a Periti d'ufficio
chiamati a giudicare sul contenzioso di interesse della
Societa;

l'effettuazione e/o ricezione di pagamenti in contan-
ti per conto della Societa, oltre i limiti consentiti dalla
normativa pro tempore vigente;

l'effettuazione di pagamenti a favore della Pubblica
Amministrazione, enti governativi, soggetti correlati,
funzionari pubblici, senza apposita documentazione
attestante il tipo di operazione compiuta e senza rela-
tiva archiviazione;

l'accesso alla rete informatica aziendale senza autoriz-
zazione e relativi codici di accesso;

l'assenza ingiustificata a corsi di formazione o aggior-
namento relativi alla prevenzione dei reati;

la mancata osservanza delle disposizioni aziendali e
delle norme in materia di igiene e sicurezza dei luo-
ghi di lavoro nonché degli obblighi derivanti, secondo
le proprie attribuzioni e competenze, dalla normativa
applicabile, pro tempore vigente, sulla stessa materia;

la mancata osservanza delle disposizioni aziendali e
delle norme in materia di tutela ambientale;

la violazione delle prescrizioni e delle norme aziendali
(es. procedure, Politica di Prevenzione della Corruzione
ecc.) adottate dalla Societa in materia di prevenzione
della corruzione.

la violazione di quanto previsto dal D.Lgs. n. 24/2023 in
materia di segnalazioni di condotte illecite. Si eviden-
ziano, in via esemplificativa, le sequenti:

- le condotte di chi pone in essere con dolo o colpa gra-
ve segnalazioni che si rivelano infondate;

- i comportamenti ritorsivi o discriminatori in violazio-
ne delle previsioni del suddetto Decreto, ossia i com-
portamenti, atti od omissioni anche solo tentati o mi-
nacciati posti in essere in ragione della segnalazione
e che provocano o possono provocare direttamente o
indirettamente, un danno ingiusto/pregiudizio illegit-
timo, diretto o indiretto, alla persona segnalante (o a
chiunque abbia collaborato allaccertamento dei fatti
oggetto della segnalazione) per motivi collegati, diret-
tamente o indirettamente alla sanzione;

- le condotte di chi ostacola o tenta di ostacolare la
segnalazione;

- le violazioni delle misure di tutela del segnalante (e
degli ulteriori soggetti individuati dal suddetto Decre-
to), anche con riferimento allobbligo di riservatezza;

-laviolazione della disciplina aziendale in materia di tu-
tela del segnalante e del segnalato;

- il mancato o inefficiente svolgimento delle attivita di
verifica e analisi delle segnalazioni.

B. Proporzionalita e adeguatezza traillecito e sanzioni

Ai fini della determinazione/commisurazione delle sanzio-
ni, in rapporto ad ogni singolo illecito disciplinare, si consi-
derano i sequenti fattori:

+ selaviolazione & commessa mediante azione od
omissione;

+ selaviolazione e dolosa o colposa e, rispettivamente,
quale sial'intensita del dolo o il grado della colpa;

- il comportamento pregresso (la condotta tenuta in
precedenza nellAzienda, in particolare se l'interessato
e stato gia sottoposto ad altre sanzioni disciplinari e
I'eventuale reiterazione della violazione del medesimo
tipo o di tipo analogo);

- ilcomportamento successivo (se vi sia stata collabora-
zione, anche ai fini di eliminare o attenuare le possibili
conseguenze derivanti dallillecito in capo alla Societ3,
'ammissione delle proprie responsabilita e la sincera
resipiscenza da parte dell'interessato);

- la posizione del soggetto rispetto alla Societa (organo
societario, apicale, sottoposto allaltrui direzione e vi-
gilanza, terzo);

« il grado di prossimita con uno dei reati ‘presupposto’

previsti dal Decreto;

. tutte le altre circostanze del caso concreto (modalita,
tempi, rilevanza della violazione in rapporto allattivita
societaria, etc.).

Nel caso in cui, con una sola condotta, siano state com-
messe piu infrazioni punite con sanzioni diverse, si applica
la sanzione piu grave.

Peridipendenti, larecidiva nel biennio comporta automati-
camente l'applicazione della sanzione disciplinare piu grave
nellambito delle tipologie prevista.

| principi di tempestivita ed immediatezza devono guidare
I'azione disciplinare, a prescindere dall'esito di un eventuale
giudizio penale.

C. Applicabilita a organi societari, soggetti apicali, sotto-
posti e terzi

Sono soggetti al sistema sanzionatorio di cui al presente
‘Modello’, secondo quanto declinato nei rispettivi paragrafi

che sequono, i Dipendenti, i Dirigenti, gli Amministratori e
i Sindaci nonché i Terzi in rapporto contrattuale con la So-
cieta(es. clienti, fornitori, consulenti, partner, appaltatori,
ecc.).

D. Tempestivita e immediatezza delle sanzioni, contesta-
zione (per iscritto, salvo ammonimento verbale) all'inte-
ressato e garanzia dei diritti di difesa e del contraddittorio
Gli accertamenti istruttori e l'applicazione delle sanzioni
per le violazioni delle disposizioni del ‘Modello’ rientrano
nellesclusivo potere degli organi della Societa in virtu delle
attribuzioni loro conferite dallo Statuto o dai regolamenti
interni. In particolare:

- nei confronti dei Dirigenti e dei Dipendenti, lesercizio
del potere sanzionatorio spetta, rispettivamente, al
Legale rappresentante pro tempore e al Responsabile
dell'unita preposta alla gestione delle risorse umane;

- nei confronti dei Terzi, l'esercizio del potere sanziona-
torio spetta al Responsabile competente, o al Respon-
sabile dell'Unita alla quale il contratto o rapporto affe-
risce, o al RUP (Responsabile Unico del Progetto) per
quanto di competenza, ovvero al soggetto che, innome
e per conto della Societa, intrattiene il relativo rappor-
to contrattuale;

« neiconfronti di Amministratori e Sindaci, l'esercizio del
potere sanzionatorio spetta al vertice societario (As-
semblea, C.d.A.)

In ogni caso, '0dV deve essere sempre informato del pro-
cedimento sanzionatorio attivato per violazione del ‘Model-
lo’ ed esercita le sue prerogative in coerenza con quanto
indicato nei successivi paragrafi.

E. Pubblicita e trasparenza

Costituendo parte integrante del ‘Modelld’, il sistema san-
zionatorio & reso noto a tutti i Destinatari mediante linse-
rimento dello stesso nella Parte Generale del Modello dalla
Societa, pubblicato sul sito internet aziendale.

11.1.111 CCNL per i lavoratori addetti al settore
Gas-Acqua

llvigente CCNL perilavoratori addetti al Settore Gas-Acqua
allarticolo 21“Provvedimenti disciplinari”, nel rispetto del-
le previsioni di cui allarticolo 7, comma 1, della sopracitata
legge 300/1970, stabilisce specifici criteri di correlazione
trale mancanze dei lavoratori e i provvedimenti disciplinari
ivi richiamati e di sequito elencati:

1. rimprovero verbale o scritto;
2. multa non superiore a 4 ore di retribuzione;

3. sospensione dal lavoro e dalla retribuzione per un pe-
riodo fino a 10 giorni;
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4. licenziamento con preavviso;
5. licenziamento senza preavviso.

Fermo restando che i provvedimenti disciplinari saranno ir-
rogati nel rispetto del principio di graduazione della sanzio-
ne in relazione alla gravita della mancanza e in conformita
di quanto stabilito dalla legge, si prevede di adottare il se-
guente schema di riferimento, riportato comunque a titolo
esemplificativo:

« Incorre nel provvedimento della sospensione dal la-
voro per un periodo da 1 fino a 10 giorni, secondo un
criterio progressivo di proporzionalita alla gravita del-
la mancanza, il dipendente che commetta mancanze
quali quelle elencate di sequito a titolo di riferimento:
“viola in modo non grave le procedure interne previste nel
Modello di Organizzazione e Gestione adottato ai sensi
del D. Lgs. 231/01 o pone in essere un comportamento
non conforme alle prescrizioni del Modello”.

« Incorre nel provvedimento del licenziamento con pre-
avviso il dipendente che commetta infrazioni alla di-
sciplina e alla diligenza del lavoro quali quelle di sequi-
to elencate a titolo di riferimento e che non siano cosi
gravi da rendere applicabile la sanzione di cui al punto
che seque: “nel violare le regole procedurali o di com-
portamento previste nel Modello di Organizzazione e Ge-
stione adottato ai sensi del D. Lgs. 231/01, reca un danno
all’Azienda o pone in essere un comportamento diretto in
modo univoco al compimento di un reato”.

« Incorre nel provvedimento del licenziamento senza
preavviso il dipendente che commetta infrazioni alla
disciplina ed alla diligenza del lavoro che siano cosi
gravi da non consentire la prosecuzione nemmeno
provvisoria del rapporto di lavoro o che commettano
azioni che costituiscono delitto a termine di legge, an-
che non espressamente richiamate, come ad esempio:
“nel violare le regole procedurali o di comportamento
previste nel Modello di Organizzazione e Gestione adot-
tato ai sensi del D. Lgs. 231/01, pone in essere un com-
portamento diretto in modo univoco ad arrecare danno
allAzienda o a compiere un reato, tale da determinare a
carico della stessa lapplicazione delle sanzioni previste
dal D. Lgs. 231/07".

In ogni caso, qualorail fatto costituisca violazione di doveri
discendenti dalla legge o dal rapporto di lavoro tale da non
consentire la prosecuzione del rapporto stesso, neppur in
via provvisoria, potra essere deciso il licenziamento senza
preavviso ex articolo 2119 c.c., fermo il rispetto del proce-
dimento disciplinare. A sequito della contestazione disci-
plinare mossa per una fattispecie di cui sopra potra essere
disposta larevoca delle eventuali deleghe/incarichi affidati
al lavoratore interessato, nellambito delle procedure de-
scritte nel Modello.
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11.2 Le sanzioni per i Dirigenti

Ove vengano accertate violazioni disciplinari commesse da
Dirigenti, I'Organismo di Vigilanza provvedera ad informa-
re immediatamente, con relazione scritta, Il Presidente del
Consiglio di Amministrazione e 'Amministratore Delegato
che, con l'eventuale supporto dell'Organismo stesso, puo
valutare l'applicazione delle seguenti sanzioni, sempre in
conformita alla legge ed al contratto applicabile:

A. rimprovero verbale o scritto;
B. sospensioneorevocadiincarichie/odeleghee/oprocure;

C. diminuzione della parte variabile della retribuzione cor-
risposta in applicazione del sistema premiante adotta-
to dalla Societa;

D. licenziamento per giustificato motivo.

11.3 Le sanzioni per gli Amministratori e i Sindaci

Nel caso diviolazione delle regole del'Modello’ e del sistema
normativo interno da parte degli Amministratori, a partire
dallinosservanza degli obblighi di direzione o vigilanza di
cui all'articolo 7, D. Lgs. 231/2001, I'Organismo di Vigilanza
provvedera immediatamente ad informarne, con relazione
scritta, 'Amministratore Delegato, il Presidente del Consi-
glio di Amministrazione e il Collegio Sindacale per i provve-
dimenti di competenza.

[l Consiglio di Amministrazione, con lastensione del sogget-
to coinvolto, provvedera a porre in essere gli accertamen-
ti necessari e potra applicare ogni idoneo provvedimento
consentito dalla legge (es. indicazione a verbale dellina-
dempimento, richiamo scritto, decurtazione stipendio) e,
nei casi piu gravi, 0o comunque quando la mancanza sia tale
da ledere la fiducia della Societa nel responsabile, potra
convocare I'Assemblea proponendo, in via cautelare, la re-
voca dei poteri delegati, ovvero I'eventuale sostituzione del
responsabile.

Il Collegio Sindacale, previa comunicazione al Presidente
del Consiglio di Amministrazione, potra convocare I'As-
semblea ai sensi dellarticolo 2406 c.c. qualora ravvisi fatti
censurabili di rilevante gravita e vi sia urgente necessita di
provvedere®.

Con riferimento a violazioni imputabili ai Sindaci, 'Organismo
di Vigilanza provvedera immediatamente a informarne,
con relazione scritta, il Collegio Sindacale ed il Consiglio di
Amministrazione, il quale potra convocare Assemblea ai sensi
dellarticolo 2366 c.c. per i provvedimenti di competenza.

11.4 Le sanzioni per I'Organismo di Vigilanza

Conriferimento a violazioni imputabili allOrganismo di Vigi-
lanza si rimanda a quanto gia disciplinato al par. 9.4 “Durata
dellincarico e cause di cessazione” del presente ‘Modello’(e
alle cause di revoca e/o decadenza ivi indicate).

11.5 Le sanzioni per i terzi in rapporto contrattuale
con la Societa

Qualora si verifichino fatti che possono integrare violazione
del ‘Modello’ o del sistema normativo interno per la sua at-
tuazione da parte di Terzi(es. controparti contrattuali), I'Or-
ganismo di Vigilanza informa il Responsabile competente e
il Responsabile dell'Unita alla quale il contratto o rapporto
afferiscono o il RUP, mediante relazione scritta.

Nei confronti dei responsabili € disposta, dagli organi com-
petenti in base alle regole interne della Societa, anche la
risoluzione dei contratti o dei rapporti in essere, fermo re-
stando la possibilita di azioni giudiziarie per il risarcimento
di ogni danno subito dalla Societa.

11.6 Procedimento sanzionatorio

[l procedimento diirrogazione delle sanzioni e/o delle misu-
re di tutela previste dal sistema sanzionatorio consta delle
seguenti fasi:

A. Preistruttoria

Fase che viene attivata dall'Organismo di Vigilanza o dal
Responsabile dell'unita preposta alla gestione delle risorse
umane o da soggetto da questi delegato o dal Responsabile
del Contratto o dal RUP a sequito di rilevazione o segnala-
zione di presunta violazione del ‘Modello’ con l'obiettivo di
accertarne la sussistenza.

B. Istruttoria

Fase in cui si procede alla valutazione della violazione con
lindividuazione del provvedimento disciplinare (nel caso di
dipendenti) o della misura di tutela applicabile (nel caso di
altri soggetti) da parte del Soggetto che hail compito di de-
cidere in merito. In questa fase intervengono:

« il Consiglio di Amministrazione ed il Collegio Sindacale,
per il tramite dei rispettivi Presidenti, nei casi in cui
la violazione sia commessa da uno o piu soggetti che
rivestono la carica di Sindaco ovvero di Consigliere non
legatoallaSocietadaunrapportodilavoro subordinato;

« ilResponsabile dell'unita preposta alla gestione delle ri-
sorse umane, nei casiin cuila violazione sia commessa

da parte di un dipendente della Societa;

« il Responsabile del contratto o RUP, per le violazioni

3 Art. 2406 c.c. (Omissioni degli amministratori). In caso di omissione o di ingiustificato ritardo da parte degli amministratori, il collegio sindacale deve convocare l'assem-

blea ed esequire le pubblicazioni prescritte dalla legge.

Il collegio sindacale puo altresi, previa comunicazione al presidente del consiglio di amministrazione, convocare 'assemblea qualora nell'espletamento del suo incarico

ravvisi fatti censurabili di rilevante gravita e vi sia urgente necessita di provvedere.

commesse dai soggetti terzi che intrattengono rappor-
ti con la Societa(es. fornitori).

Nel corso di detta fase, 'Organismo di Vigilanza, ove l'accer-
tamento della violazione abbia impulso da una sua attivita
di verifica o controllo, trasmette ai soggetti sopraindicati
apposita relazione contenente:

« ladescrizione della condotta contestata;

- lindicazione delle previsioni del ‘Modello’ che risultano
essere state violate;

- ilnominativodelsoggettoresponsabile dellaviolazione;

« gli eventuali documenti comprovanti la violazione e/o
gli altri elementi di riscontro.

A valle dellacquisizione della relazione in oggetto, sara
mossa dal Soggetto che dispone del potere sanzionatorio
(come evidenziato nei paragrafi precedenti) la contestazio-
ne per violazione del Modello. Qualora si tratti di dipendenti
liter procedurale & quello di cui all'articolo 7 legge 300/1970.

C. Decisione
Fase in cui viene stabilito l'esito del procedimento e il
provvedimento disciplinare e/o la misura di tutela da
comminare.

D. Irrogazione

Irrogazione del provvedimento e/o della misura di tutela
(eventuale). All'Organismo di Vigilanza ¢ inviato, per cono-
scenza, il provvedimento di irrogazione della sanzione.

[l procedimento sanzionatorio tiene conto:

« delle norme del Codice civile in materia societaria, di
lavoro e contrattualistica;

« della normativa giuslavoristica in materia di sanzioni
disciplinari di cui all'art. 7, Legge 300/1970;

- dei principi generali cui si ispira il sistema sanzionato-
rio, di cui al presente capitolo;

. del CCNL applicato (articolo 21 CCNL Gas-Acqua) come
sopra richiamato;

- dei vigenti poteri di rappresentanza e di firma e delle
funzioni attribuite alla struttura aziendale;

« della necessaria distinzione e contrapposizione dei
ruoli tra soggetto giudicante e soggetto giudicato.

Al fine di garantire lefficacia del presente Sistema sanzio-
natorio, il procedimento di irrogazione della sanzione deve
concludersiin tempi compatibili a garantire 'immediatezza
e la tempestivita dell'azione.
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